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ABSTRACT | Reliable and scalable wireless transmissions for

Internet of Vehicles (IoV) are technically challenging. Each

vehicle, from driver-assisted to automated one, will generate

a flood of information, up to thousands of times of that by

a person. Vehicle density may change drastically over time

and location. Emergency messages and real-time coopera-

tive control messages have stringent delay constraints while

infotainment applications may tolerate a certain degree of

latency. On a congested road, thousands of vehicles need to

exchange information badly, only to find that service is limited
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due to the scarcity of wireless spectrum. Considering the ser-

vice requirements of heterogeneous IoV applications, service

guarantee relies on an in-depth understanding of network per-

formance and innovations in wireless resource management

leveraging the mobility of vehicles, which are addressed in this

article. For single-hop transmissions, we study and compare

the performance of vehicle-to-vehicle (V2V) beacon broadcast-

ing using random access-based (IEEE 802.11p) and resource

allocation-based (cellular vehicle-to-everything) protocols, and

the enhancement strategies using distributed congestion con-

trol. For messages propagated in IoV using multihop V2V relay

transmissions, the fundamental network connectivity property

of 1-D and 2-D roads is given. To have a message delivered

farther away in a sparse, disconnected V2V network, vehicles

can carry and forward the message, with the help of infrastruc-

ture if possible. The optimal locations to deploy different types

of roadside infrastructures, including storage-only devices and

roadside units with Internet connections, are analyzed.

KEYWORDS | Internet of Vehicles (IoV); reliability; scalability;

wireless communications.

I. I N T R O D U C T I O N

“No great civilization has been built without some well-
defined system of transportation” [1]. Modern society
depends heavily on modern transportation to provide a
fast, safe, clean, and low-cost way to deliver materials,
goods, and people. As the world population hits 7.7 billion,
with the ever-growing mobility demands, today, modern
transportation faces grand challenges [2]: 1) safety—car
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Fig. 1. Reliable and scalable IoV overview.

accidents top the cause of death for ages 8–24 [3];
2) mobility—each commuter wastes tens to hundreds of
hours per year in traffic; 3) environment—wasted fuel
topped tens of billions of gallons; and 4) space—today’s
cars sit unused 95% of the time, demanding a large amount
of parking spaces.

Autonomous driving holds rosy promises, from car-
sharing to saving hundreds of hours per year per driver,
thus increasing productivity and reducing environmental
impacts greatly. Current autonomous driving technolo-
gies, relying on expensive onboard sensing devices and
sophisticated local data processing, were shadowed by
a series of fatal accidents in 2018 and 2019 [4], [5].
Standalone vehicles, even with the most advanced arti-
ficial intelligence (AI) technologies, can hardly beat an
experienced human driver with social learning skills. Alter-
natively, vehicles can exchange information using low-
cost wireless technologies. With abundant information
from other vehicles, pedestrians, roadside infrastructure,
and clouds, each connected vehicle (new or even old
one) can see and sense much better than any individ-
ual driver or car and make more intelligent decisions
to ensure safety, improve transportation and energy effi-
ciency, reduce emission, and provide infotainment ser-
vices to people on the road [6]. There is no doubt
that Internet of Vehicles (IoV) based on the vehicle-to-
everything (V2X) technologies will fundamentally change
our daily lives and disrupt our societies, where V2X is the
umbrella term including vehicle-to-vehicle (V2V), vehicle-
to-infrastructure (V2I), vehicle-to-cloud (V2C), vehicle-to-
pedestrian (V2P), and vehicle to anything else [7], [8].
The V2X communications are mainly based on two
technologies, that is, dedicated short-range commu-
nications (DSRC) and cellular networks [9], [10].
In general, IoV combines the traditional transportation
infrastructure with the V2X technology to facilitate a safe,
green, efficient travel and delivery system [11].

Reliable and scalable wireless transmissions for IoV are
technically difficult, because: 1) each vehicle, from driver-
assisted to automated one, will generate a flood of infor-
mation, up to thousands of times of that by a person;
2) vehicle density may change drastically over time (off
versus peak hours) and location (main versus side streets);
3) emergency and real-time cooperative control messages
have stringent delay constraints (a few milliseconds),
while infotainment applications may tolerate a certain
degree of latency; and 4) in a congested road during rush
hours or due to an accident, thousands of vehicles need

to exchange information badly, only to find that service is
limited or unavailable due to the scarcity of wireless spec-
trum. These technical difficulties present a grand challenge
to wireless communication system design [12].

Considering heterogeneous requirements of IoV appli-
cations, service guarantee relies on an in-depth under-
standing of network performance and major innovations in
wireless resource management, which are addressed in this
article. Vehicles need to exchange their state information
periodically through beacon broadcasting, and reliable
broadcasting requires a careful design and analysis of
the medium access control (MAC) protocols. For emer-
gency or safety messages, low-latency message flooding
among connected vehicles relies on the network connec-
tivity property, in 1-D highway or 2-D roads. For delay-
tolerant messages to reach a faraway location, we can
apply the carry-and-forward strategy, using vehicles as
message carriers. In these cases, the delay requirement in
IoV is coupled with the locations of destinations, so reli-
ability in IoV is related to the chance that a message
can be delivered to the destinations (e.g., vehicles at
certain locations) before a location-dependent deadline.
Given the time- and location-coupled reliability require-
ments, fundamental network properties and performance
metrics should be quantified by rigorous modeling and
analysis. Finally, given the insights from the analysis,
effective wireless resource management and congestion
control solutions should be applied to ensure reliability
and scalability, considering the scenarios of V2V-only and
hybrid V2V/V2I networks.

As shown in Fig. 1, this article focuses on the reli-
ability and scalability issues in IoV including the bea-
con broadcasting, V2V relay network connectivity, and
V2V/V2I carry-and-forward networks. In Section II, bea-
con broadcasting using random access-based MAC (IEEE
802.11p) and resource allocation-based MAC (C-V2X) is
investigated and compared, and the enhancement strate-
gies using distributed congestion control are discussed.
In Section III, the 1-D and 2-D connectivity of V2V
relay networks are modeled and evaluated. In Section IV,
the carry-and-forward mechanism is applied in V2V net-
works or hybrid V2V/V2I networks. The optimal loca-
tions to deploy different types of roadside infrastructures,
including storage-only devices and roadside units with
Internet connections, are analyzed, followed by concluding
remarks in Section V. Note that we focus on the per-
formance analysis and resource management solutions in
the MAC and above layers, assuming that the PHY layer
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can ensure that any transmission within the transmission
range can be successful with a high probability, if without
collision. Thus, the PHY-layer details will not be discussed.

II. S I N G L E - H O P B E A C O N
B R O A D C A S T I N G

Broadcasting of messages to immediate neighbors is a
basic mode in V2V communications. For example, vehicles
that are located in their direct communication range can
inform surroundings about their current position, velocity,
and acceleration by sending beacon messages. Beacon
broadcasting can use a one-hop communication mode with
omnidirectional antennas without a need for prior con-
nection establishment, which enables low delay. Moreover,
the simplicity of the approach makes it attractive for practi-
cal implementations with beacons being a universal facility
for V2V communications in diverse cooperative automated
driving scenarios.

A. Carrier Sense Multiple Access With Collision
Avoidance (CSMA/CA) MAC-Based Beacon
Broadcasting

CSMA/CA is commonly considered for V2V beacon
broadcasting. Both the DSRC standard and the European
Telecommunications Standards Institute (ETSI) standard
use the IEEE 802.11p MAC protocol based on CSMA/CA.
In these types of random multiple access methods, a vehi-
cle decides on the current occupancy of the channel via
carrier sensing. The channel is regarded to be busy or not
after an observation of its signal strength during a short
time slot with duration σ. Note that σ � τ , where τ is
the channel occupancy time for a beacon transmission.
The access to the channel is governed by the backoff
counter computed independently by each vehicle for every
broadcast transmission. Its value is initiated via a uniform
random choice from the interval [0, W − 1], where W

is a constant used by all the vehicles and referred to
as a contention window. A vehicle decrements its backoff
counter either after an idle channel period of duration
σ or busy channel of duration τ . If the channel is busy,
either the transmission of a vehicle occurs or there are
simultaneous interfering transmissions of multiple vehicles
which normally assumes reception impossible (collision).
Broadcast messages are neither acknowledged nor retrans-
mitted.

1) Age-of-Information-Based Broadcasting Reliability:
Vehicles will broadcast beacons periodically, so a lost bea-
con will result in an “aged” beacon information at the
receiver side. Then, the reliability can be defined based on
age-of-information, which measures the time elapsed since
the most recently received beacon was generated. The
state-of-the-art metric for CSMA/CA-based beacon broad-
casting reliability analysis is the cumulative probability
distribution function Q of age-of-information, which links
communication reliability with the automatic networked
control systems [13].

Definition 1: For any vehicle I in a communication
range of vehicle J , the age-of-information D(J → I)

about J from the perspective of I is a random variable
that represents the time elapsed since the last successfully
received beacon of vehicle J by vehicle I .

The behavior of such a CSMA network with N vehicles,
where each one generates f beacons per second and all
vehicles are within each other’s transmission range, can be
evaluated via the discrete-time embedded Markov chain
{n(t), s(t)}, where n(t) ∈ [0, N ] is the number of vehi-
cles with beacons to transmit at moment t, and s(t) ∈
[0, n(t)] is the number of vehicles transmitting beacons
at t using the same channel. The state transitions occur
either after empty slots of duration σ or busy ones of dura-
tion τ . Let ρ

(f,N,τ,σ,W )
n,s be a stationary distribution of the

above Markov chain obtained for the system parameters
(f, N, σ, τ, W ). For the transition probabilities of the chain,
refer to [14].

Theorem 1: In a CSMA/CA network with N vehicles and
all within each other’s transmission range, for a pair of
vehicles J → I , each having intensity of beacon arrivals f ,
the probability that the age-of-information does not exceed
Tmax is

Q = Pr{D(J → I) ≤ Tmax} = (1 − pc)

�Tmax·f��
i=1

i

f
· pi−1

c

(1)

where

pc =

�N
n=2

�n
s=2 ρ

(f,N,τ,σ,W )
n,s

1 −�N
n=0 ρ

(f,N,τ,σ,W )
n,0

is the beacon collision probability.
The above analysis assumes that all vehicles share the

same channel and are within each other’s transmission and
sensing range. A more sophisticated derivation of collision
probability considering hidden terminals can be found
in [15]. To reduce the probability of beacon collisions, one
can couple the generation frequency f with kinematics of
a vehicle [16] or apply decentralized congestion control
(DCC) described below.

2) DCC: During traffic jam, a congested highway with
multiple lanes can easily reach a vehicle density of up to
thousands of vehicles per km2. When all of these vehicles
need to exchange beacons with their neighbors, severe
collisions in congested wireless networks may occur and
lead to high packet loss rate and intolerably long age-of-
information, defeating the purpose of many safety appli-
cations. In addition, congestion may occur when more
beacons are needed due to vehicle and driver emergency.
Essentially, we need more beacons to ensure reliabil-
ity in such scenarios, but more beacons cause a higher
contention overhead, thus further reducing the network
throughput.

The current V2X communication systems have been
identified as nonscalable due to the lack of effective
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congestion control. Congestion may become severe when
the V2X technologies reach a high penetration rate. It is
well known that random access-based MAC protocols may
suffer high loss rate due to collisions when the traffic
intensity is high.

To address the scalability, we should ensure that the
aggregated V2X traffic does not exceed the network capac-
ity, requiring an effective approach to control the beacon
rate. The asynchronous DCC has been adopted in the ETSI
standard [17]. DCC uses the measurement of the load on
the wireless channel, i.e., the channel busy ratio (CBR),
to adjust the repetition rate of periodic safety messages.
In [18], an adaptive congestion control algorithm, LInear
MEssage Rate Integrated Control (LIMERIC) algorithm,
was proposed. LIMERIC takes advantage of full-precision
control inputs available on the wireless channel, aiming
to converge to a fair and efficient channel state quickly.
Simulation results [19], [20] showed that, even with these
congestion control schemes, given the nature of high colli-
sion loss rate, the random access-based MAC protocols fail
to maintain high efficiency, high reliability, and low latency
in high-density vehicular networks. For instance, it was
reported that the total number of successfully received
packets with DCC could be even lower than the plain IEEE
802.11p protocol under certain conditions [21].

B. Reservation-Based Beacon Broadcasting

Another promising solution for IoV is the cellular-V2X
(C-V2X) approach, which can use the existing cellular
infrastructure to achieve a centralized or semicentralized
control. In C-V2X, the access and transmission resource
can be preconfigured per user. Compared with CSMA/CA,
C-V2X reduces collisions for better QoS provisioning.

1) C-V2X Standardization: In the third generation part-
nership project (3GPP), the technical specification group
on radio access network (TSG-RAN) has completed speci-
fication work supporting basic vehicular services based on
LTE sidelink in release 14 (Rel-14). Two scheduling con-
figurations are included, i.e., the eNB-assisted scheduling
(mode-3) and the distributed scheduling (mode-4), where
eNB is similar to base station in traditional cellular net-
works. Mode-3 is based on the centralized eNB-scheduled
resource allocation and interference management. Both
V2I and V2V communications are supported in this mode
because every transmission is scheduled by eNB’s grants,
including the modulation, coding, resource allocation,
and power control, regardless of whether the transmis-
sion is between vehicles or to/from the eNB. We focus
on mode-4, which handles the out-of-coverage scenario,
where the wireless links between the eNB and vehicles
are not available, and thus only the V2V communica-
tions are supported. For mode-4, compared with LTE
sidelink, a more concise and compact resource alloca-
tion scheme is introduced for physical sidelink control
channel (PSCCH) and physical sidelink shared channel
(PSSCH) [22], as shown in Fig. 2(a). This design can

Fig. 2. Resource allocation in C-V2X. (a) Resource arrangement

[25]. (b) Sensing and SPS.

enhance the system performance in high density and con-
sider the latency requirements.

In C-V2X, the spectrum band is divided into subchan-
nels, and each subchannel consists of a sidelink con-
trol information (SCI) part and a transport block (TB)
transmission part. The number of resource blocks (RBs)
included in one subchannel may vary while the SCI part
occupies two RBs. The TB part contains the full packet
which needs to be sent. The RBs used for the TB transmis-
sion and the corresponding modulation and coding scheme
(MCS) are notified by the SCI. The SCI also includes
a reselection counter telling others when this vehicle is
going to release the occupied resource and perform the
reselection procedure.

The semipersistent scheduling (SPS) and a sensing-
oriented access scheme have been introduced for mode-4
C-V2X users [23], [24], specifically, to further reduce
collisions. The vehicular traffic for beaconing is peri-
odic in nature, which is utilized to estimate the con-
gestion on a specific resource. In C-V2X, a vehicle shall
always scan and sense the whole spectrum band. When
a packet is generated, the vehicle searches all the avail-
able resources in a selection window and excludes those
occupied by others, as shown in Fig. 2(b). Then, the vehi-
cle randomly selects one from the rest of the available
resources and starts to transmit its own SCI and packet.
The length of the selection window is determined by
the maximum delay. Several criteria are used to exclude
resources in a selection window, such as when the average
reference signal received power (RSRP) over a specific
resource is higher than a threshold, or a resource is
explicitly excluded by the received reselection counter
(carried by SCI).
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Although the 3GPP made great efforts in collision avoid-
ance for mode-4 C-V2X users, the collision cannot be
resolved when multiple vehicles choose the same resource
in the selection window. Furthermore, the hidden termi-
nal problem cannot be solved by this sense-then-transmit
approach. In autonomous driving, the V2V transmission
range may need to be increased to a more comprehensive
surrounding situation, which naturally intensifies the colli-
sions on air interface. In the current C-V2X system, not only
are collisions inevitable as analyzed above, but also there
is no hybrid automatic repeat request (HARQ) feedback
for broadcast [23]. Although blind HARQ retransmissions
are used to improve the reliability, without HARQ feed-
back, collisions are undetectable and cannot be stopped
timely, and transmission failures are undetectable either.
So, the reliability of V2V transmissions is not guaranteed
in the current C-V2X system.

In 3GPP, latency reduction for available resource selec-
tion continually attracts attention [10], [26], where a
higher requirement of 10-ms latency has been targeted
by Rel-15. The most intuitive way is to reduce the size
of the selection window, but it affects the number of
available resources and thus intensifies collisions. Another
promising way to mitigate collisions is transmission power
control, by which the reuse distance of one RB should be
maintained on a reasonable level and thus the number
of potential competitors on the same RB is controllable.
However, this design conflicts with the requirement of
transmission range extension.

Given the MAC protocol in the current 3GPP standards,
the advantages and shortages of the C-V2X are summarized
and highlighted as follows.

Strength: 1) It reuses the existing cellular infrastruc-
ture. 2) Resources can be allocated in a centralized or
semicentralized way to reduce collisions compared with
the random access MAC protocol.

Weakness: 1) Collisions are still inevitable and diffi-
cult to detect. 2) The reliability of V2V communications
(mode-4) cannot be guaranteed. 3) The resource reser-
vation latency is hard to be reduced given the current
selection mechanism.

2) C-V2X Performance Analysis: The performance of the
current C-V2X system has been analyzed in [27]. Given a
dense scenario where the traffic density is 0.3 vehicles/m
and packet transmission frequency is 10 Hz, the packet
delivery ratio (PDR) is about 85% for vehicles 200 m
away, 70% for those 300 m away, and the farther the
lower. If the packet transmission frequency is increased
to 20 Hz, or the number of subchannels decreases from
4 to 2 in each subframe, the PDR on 300 m is reduced to
less than 50%.

PDR can be analyzed as follows [27]:

PDR(dt,r) = (1 − δHD) · (1 − δSEN(dt,r))

· (1 − δPRO(dt,r)) · (1 − δCOL(dt,r)) (2)

Table 1 Comparison of C-V2X and IEEE 802.11p [29]

where dt,r is the distance between the transmitter and
receiver, and δHD, δSEN(dt,r), δPRO(dt,r), δCOL(dt,r) are the
probabilities of four types of errors defined below.

a) δHD is due to half-duplex (HD) transmissions, when a
packet to be received overlaps the receiver’s transmitting
subframe, δHD = Pr(e = HD); b) δSEN(dt,r) is due to the
received signal power below the sensing power threshold
(SEN), δSEN(dt,r) = Pr(e = SEN|e �= HD); c) δPRO(dt,r)

is due to propagation effect (PRO), i.e., the received SNR
cannot support a successful decoding, δPRO(dt,r) = Pr(e =

PRO|e �= HD, e �= SEN); and d) δCOL(dt,r) is due to packet
collisions (COL), i.e., more than one vehicles transmit
on the same resource, δCOL(dt,r) = Pr(e = COL|e �=
HD, e �= SEN, e �= PRO). These four types of errors are
mutually exclusive and modeled in [27]. The analytical
model matches the simulation closely. The mean absolute
deviation of the analytical model is generally below 2.5%
compared with the simulation.

Molina-Masegosa and Gozalvez [28] compared the per-
formance of C-V2X and 802.11p. In a given scenario, one
outperforms the other depending on the configurations.
For instance, 802.11p outperforms C-V2X when we set
the channel load to 50 packets per second (pps) per
vehicle and increase the data rate for 802.11p to 18 Mb/s
(the default is 6 Mb/s) while keeping the MCS for C-
V2X unchanged. However, when C-V2X chooses 16-QAM
with a coding rate of 0.5, it outperforms 802.11p in the
same setting. Generally, C-V2X achieves a higher PDR.
Molina-Masegosa and Gozalvez [28] also investigated how
the redundant transmissions affect reliability. Comparing
the single transmission (1 SCI + TB/packet) and 2-time
repeating (2 SCI + TB/packet) schemes in simulation,
the results showed that repeated transmissions improve
the PDR when the channel load is low (10 pps). However,
they intensify the collisions and thus reduce the PDR if the
channel load is high (20–50 pps).

The differences between C-V2X and IEEE 802.11p are
summarized in Table 1.

In addition, the synchronization mechanism of C-V2X
has a lower channel access overhead, so it can achieve
an overall higher spectral efficiency than 802.11p [30].
Furthermore, the techniques including FDM, turbo code,
and SC-FDM adopted by C-V2X can extend the communi-
cation range and achieve a higher reliability than 802.11p.
The soft combining enabled by HARQ further increases the
reliability. The ideal selection of resource should avoid the
collision whenever possible. The MAC protocol of C-V2X

328 PROCEEDINGS OF THE IEEE | Vol. 108, No. 2, February 2020

Authorized licensed use limited to: UNIVERSITY OF VICTORIA. Downloaded on December 12,2020 at 06:26:47 UTC from IEEE Xplore.  Restrictions apply. 



Ni et al.: Toward Reliable and Scalable Internet of Vehicles: Performance Analysis and Resource Management

chooses those resources by avoiding contention overhead
as much as possible, by excluding the RBs for all potential
periodical transmissions in the selection window. On the
contrary, the CSMA-CA can only select the first “good
enough” resource (sensed idle) without considering the
nature of periodical traffic in the vehicular network, thus
leading to high contention cost [29].

In [31], the performance evaluation of C-V2X communi-
cations was studied in terms of scheduling and resource
allocation. For the scheduling, the SPS is deployed and
the resource allocation is done based on mode-3 and -4 of
sidelink communications. Since the transmission collisions
among different UEs are usual in the standardized SPS,
a cooperative solution is proposed in order to prevent
a concurrent resource reselection. The main idea is to
provide future reselection information in the transmitted
packets. The authors examined their proposed approach
through simulations which clearly show a lower collision
probability compared to the standard. After 1000 s of sim-
ulation, the collision probabilities of the proposed solution
and the standard are 0.34% and 1.34%, respectively. They
also showed that the collision probability is still below 1%
by deploying a retransmission scheme which guarantees
the reliability of 99%.

Though C-V2X outperforms 802.11p in some scenarios,
the current C-V2X standards (especially mode-4) cannot
fully meet the scalability and reliability requirements.
Given the weaknesses of standardized C-V2X summa-
rized before, reliability and latency tradeoff remains open.
A vehicle may adopt a longer transmission interval with a
low data rate to enhance the reliability, which, conversely,
increases the latency. Therefore, an advanced MAC pro-
tocol is beckoning for further study to jointly consider
collision avoidance, reliability enhancement, scalability,
and latency reduction.

III. M U L T I H O P V 2 V R E L A Y N E T W O R K
C O N N E C T I V I T Y

Messages may need to be delivered beyond the trans-
mission range. For instance, emergency electronic brake
message can alert the following vehicles, even though their
views have been blocked by others; vehicles in congested
areas can alert the incoming vehicles to detour well in
advance if possible; parking lots, gas/charging stations,
restaurants, and hotels can announce their services and
availability to vehicles several blocks away. In these sce-
narios, to propagate the messages beyond the one-hop
transmission range, a multihop relay system can be built
to connect vehicles farther away.

A motivating example of a 1-D highway vehicle network
is shown in Fig. 3. Vehicle a experiences an accident at
time 0 and sends an emergency message out. The following
vehicles b and c are within the transmission range of a,
so they can receive the broadcast emergency message.
Following a Geocast routing protocol, a vehicle will relay
(retransmit) the message it received if it did not hear
the retransmission of the same message by other vehicles

Fig. 3. Time and location coupled data propagation in V2V

networks.

farther away from the source, like b or c did after a small
delay. In the example, d also receives the message and
broadcasts it out. Although there is no vehicle within the
transmission range of d following it, the vehicles in the
opposite direction, e and f , can further relay the message
to the right. In this example, since the distance between
f and g is larger than the transmission range, f can carry
and forward the message and rebroadcast it periodically
till the message reaches g. However, given the limited
vehicle speed compared to the wireless signal propagation
speed, such carry-and-forward transmissions involve much
longer delay. In the top of Fig. 3, the x-axis represents
the distance to vehicle a, the point-of-interest (POI), and
the y-axis shows the time deadline at different locations.
The reaction deadline is for vehicles following a: the closer
to the POI, the less time a vehicle has to avoid a chain-
reaction crash. The detour deadline is for vehicles receiving
the message to take the detour exit.

From the above example, for emergency messages,
relaying in a connected group of vehicles in the
same or opposite directions is effective and critical to
ensure that the messages can be delivered to others
promptly before the location-dependent deadline. How-
ever, given the mobility and dynamic topology of vehicles,
it is difficult to quantify the connectivity of V2V networks.
In this section, we first study the 1-D V2V network connec-
tivity, followed by the 2-D V2V network connectivity. The
carry-and-forward network performance will be studied in
Section IV.

A. One-Dimensional V2V Networks

We simplify the problem by assuming that vehicles
within the transmission range of each other can always be
connected, given reliable link-layer protocols, e.g., apply-
ing link-layer automatic repeat request (ARQ). For the
1-D scenario, note that vehicles in a “connected” cluster
can reach each other by fast-speed relaying. As shown
in Fig. 3, vehicles from a to f can be viewed as a cluster.
We define a vehicle cluster as a group of vehicles where
there exists at least one multihop relay path between
any two vehicles. For 1-D cases, cluster size, the distance
between the first and last vehicles in the same cluster can
be used to measure the connectivity.
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Since the road length is much longer than the width,
we can use a linear topology to study the 1-D V2V network
connectivity. Assuming intervehicle distances, X1, X2, . . . ,

are i.i.d. random variables in free-flow scenarios (con-
firmed in [32]), we first derive the average cluster size and
the cluster size distribution [33].

cs denotes the cluster size. Let λ be the average vehicle
density, and R be the transmission distance. Conditioning
on X1, for the expected distance between the first vehicle
and its follower, we have

E{cs} = Pr{X1 ≤ R}(E{X1|X1 ≤ R} + E{cs}).

This is because if X1 is no larger than R, the cluster size
will be equal to X1 plus the size of a cluster starting
from the second vehicle; otherwise, the cluster size is zero.
Similarly, we can calculate the higher order moments of cs,
for example,

E{c2
s} = Pr{X1 ≤ R}E{(X1 + cs)

2|X1 ≤ R}.

With some algebraic manipulation and plugging in
the PDF function of X1, fX (x), we have the following
theorem [34].

Theorem 2: Suppose that the vehicle density in a path
is λ and the intervehicle distance has the PDF denoted
by fX(x). Then, we have the mean and second moment
of cs by

E{cs} =

� R

0
xfX(x)dx�∞

R
fX (x)dx

(3)

E{c2
s} =

� R

0

�
2xE{cs} + x2

�
fX(x)dx�∞

R
fX(x)dx

. (4)

The variance of cs is Var{cs} = E{c2
s} − E{cs}2,

so both the mean and variance of cs can be obtained.
Then, we use the following corollary as an example to
identify a general approach for estimating the distribution
of cs [35].

Corollary 1: Suppose that the vehicle density in a path
is λ and the intervehicle distances are i.i.d. with an expo-
nential distribution. Then, the PDF of cs can be approxi-
mated as

fc(x) = (xk−1e−x/θ)/(θkΓ(k)), x > 0 (5)

where k = (E{cs}2)/(E{c2
s} − E{cs}2), θ =

(E{c2
s} − E{cs}2)/(E{cs}), Γ(·) is the Gamma

function, and E{cs} and E{c2
s} are obtained from (3)

and (4), respectively.
Proof: Since the intervehicle distances are i.i.d. with

an exponential distribution, we have fX(x) = λe−λx.
By substituting the expression of fX(x) into (3) and (4),
one can obtain the closed forms of E{cs} and E{c2

s},

respectively, for example,

E{cs} = [1 − (λR + 1)e−λR]/λe−λR.

Since Gamma distribution can describe the sum of
exponentially distributed random variables, we thus use a
Gamma distribution to approximate the PDF of cs, which
is the sum of a geometrically distributed random number
of i.i.d. exponential random variables. Hence, we approx-
imate the PDF fc(x) of cs using the following form of
Gamma distribution:

fc(x) = xk−1 e−
x
θ

θkΓ(k)
, x > 0

where k and θ are two parameters to be determined,
and Γ(k) is the Gamma function evaluated at k. Note
that we have obtained the mean and variance of cs from
Theorem 2, which can be used to determine the values of
the parameters k and θ in fc(x). Let fc(x) have the same
mean and variance as those obtained before, we have the
following equation set:�

kθ = E{cs}
kθ2 = E{c2

s} − E{cs}2.
(6)

By solving this equation set, we obtain that k =

(E{cs}2)/(E{c2
s} − E{cs}2) and (θ = E{cs}/k) =

(E{c2
s} − E{cs}2)/(E{cs}).

Remark 1: From the above example, we identified a
general approach for the distribution estimation of cs.
Specifically, we can use (3) and (4) in Theorem 2 to
obtain E{cs} and E{c2

s}, respectively. Applying the similar
approach, we can obtain the higher order moments of cs.
Next, solve (6) to obtain the values of the parameters
(e.g., mean and variance) in a given random distribution
function of the cluster size. Note that this approach can
be applied for any i.i.d. intervehicle distances, e.g., those
following a log-normal distribution [36].

Given the cluster size distribution, we can directly obtain
the probability that two vehicles with a given distance d are
within the same cluster or not. In other words, the con-
nected probability of the two vehicles can be obtained by� d

0
fc(x)dx. In a connected cluster, as long as we main-

tain the reliability of each single-hop relay transmission,
the reliability of message delivery can be ensured.

B. Two-Dimensional V2V Networks

Connectivity for 2-D V2V networks such as those in
urban scenarios is much more complicated. The network
is composed of road segments, where each road segment
has a linear topology. From the above analysis, we can
derive the probability that vehicles in a road segment
are connected. A sample 2-D lattice network is shown
in Fig. 4(a), where a message originated at the origin
O = (0, 0) will be broadcast and relayed toward vehicles at
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Fig. 4. System model and basic principles for 2-D network

connectivity [37]. (a) m× n lattice. (b) Sequential paths. (c) Parallel

paths. (d) Decomposition of a 1 × 1 lattice.

location (m, n). Using a Geocast routing protocol, the mes-
sage will be propagated along the lattice edges in the
directions indicated by arrows if possible. Since we have
solved the 1-D connectivity problem, we can easily derive
the connectivity probability between two vehicles on the
same road segment, and the connectivity between two
neighbor intersections (vertices in the figure), called the
bond probability, p. We are interested in the fundamental
network property that two vertices in this 2-D network are
connected, as a function of p. In general, p may vary for
different road segments given the uneven vehicle density,
road segment length, etc. Here, we simplify the problem
and assume a homogeneous case for easy presentation,
and the heterogeneous case is an extension [37].

Even with the simplified homogeneous case, the prob-
lem is still a hard one. There are 2mn+m+n independent
road segments between O and (m, n), and each segment
can have two possibilities, connected or disconnected.
Thus, the total number of possibilities is 2mn+m+n, a pro-
hibitively large number. For instance, with a medium-size
network of 7 × 7, the number of possibilities is 2112, too
large to conduct a thorough Monte Carlo simulation.

To derive the connectivity, we begin with a simple case
to explain the basic principles. As shown in Fig. 4(b),
the end-to-end connectivity between the source and the
destination containing path A and path B sequentially is
P (AB) = P (A)P (B), as A and B are independent without
common edges. Here, P (A) denotes the connectivity of
path A. As shown in Fig. 4(c), if there are two parallel
paths connecting the source and the destination, the con-
nectivity becomes P (A + B) = P (A) + P (B) − P (AB)

according to the principle of inclusion and exclusion (PIE).
These two principles can be used to solve the 1 × 1 lattice
problem as shown in Fig. 4(d): given P (A) = P (B) = p2,
P (1, 1) = P (A) + P (B) − P (A)P (B) = 2p2 − p4 as A and
B are independent.

Following the principles, in an m×n lattice, any directed
path from O to vertex (m, n) has m + n segments, so the
connectivity probability of each path is simply p(m+n).
The number of paths between them is

�
m+n

n

�
, and these

paths are dependent on each other when they share some

common edges. Thus, if we simply apply the PIE princi-
ple, we need to calculate the connectivity probability of
each subset of paths, resulting in a total complexity of
O(2(

m+n
n )−1), not affordable even for a small size network

of 5 × 5. This also explains why direct percolation (closely
related to this problem) has no closed-form solution even
with extensive research in physics, chemistry, and material
sciences for more than half a century.

In [37], a recursive decomposition approach was devel-
oped to solve the problem of typical-size vehicle networks
with affordable complexity. The key idea is to decompose
the network to a smaller version with mutually exclusive
cases. Fig. 5 gives a 2 × 2 lattice example, where the top-
leftmost path A and the union of the rest paths, B, are
identified. Note that B is simpler than the original 2 × 2

lattice. In general, A is a single path of m + n edges (i.e.,
no branches possible), and we can have a simple partition
on the sample space with m+n mutually exclusive events.
Define Si as the event that the last i edges along A leading
to the destination are all connected, but the last (i + 1)th
one is not, so P (Si) = pi(1 − p) for 0 ≤ i ≤ m + n − 1. For
the origin and destination to be connected, we then have
m+n mutually exclusive cases, including B|Si and A being
connected where P (A) = pm+n. Defining the probability
that B is connected given Si as P (B|Si), we have

P (m,n) = P (A + B) = 1 − P (B + A)

= 1 − P (B̄Ā) (7)

= 1 − P

�
B̄

m+n−1�
i=0

Si

	
(8)

= 1 −
m+n−1�

i=0

P (B̄|Si)P (Si) (9)

= 1 −
m+n−1�

i=0

(1 − P (B|Si))P (Si)

= P (A) +

m+n−1�
i=0

P (B|Si)P (Si) (10)

where (7) is due to De Morgan’s law, (8) due to
m+n−1
i=0 Si = Ā, (9) due to Si being mutually exclusive,

Fig. 5. Decomposition of a 2 × 2 lattice [37] in (a) and its

components recursively in (b)–(e).
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and (10) due to
�m+n−1

i=0 P (Si) = P (Ā) = 1 − P (A),
i.e., A and Si partition and constitute the entire event
space in total probability. We can repeat this procedure,
by decomposing the network into two parts, the top-
leftmost path and the union of the rest. Then, eventually,
we can decompose the lattice to smaller networks to obtain
the connectivity recursively.

For the sample 2 × 2 lattice network, given S0, no end-
to-end connection is possible via vertex (0, 2) or (1, 2),
so we can discard the edges adjacent to the two vertices
and have B|S0 as shown in Fig. 5(a). Given S1, it implies
that (1, 2) and (2, 2) are connected, and B does not include
any edges from (0, 2), so we can merge (1, 2) with (2, 2) in
B to further obtain B|S1. Since S1 and S2 have the same
effect, they are illustrated as B|S1|2 in Fig. 5(a). Given
S3, no connection is possible through (0, 1), so the edges
adjacent to it can be removed; it also implies that (0, 1),
(0, 2), (1, 2), and (2, 2) are connected sequentially, so they
can be merged as B|S3 in Fig. 5(a).

After this decomposition, we have B|S0 to B|S3. Using
the serial principle, B|S0 can be decomposed into a 2 × 1

lattice (or ladder) and an edge. Fig. 5(b) shows how we
further decompose the ladder into A�, B�, and B�|A�.

Fig. 5(c) shows the decomposition approach with
B�|S�

0|1|2, which can both be solved directly using the
serial principle. Similarly for B|S1|2, they are decomposed
in Fig. 5(d) to components of known connectivity (e.g.,
B��|S��

0 is the same as B|S0), and part of B|S3 is decomposed
in Fig. 5(e), where the serial principle and P (1, 1) can be
applied. Using the total probability approach, the connec-
tivity of the decomposed components can be reassembled,
and then P (2, 2) is given by

P (2, 2) = P (A) +
3�

i=0

P (B|Si)P (Si)

= p12−4p11+2p10+4p9+2p8−4p7−6p6+6p4. (11)

Using the similar recursive partition approach, we can
decompose an m× n lattice by separating the top-leftmost
path from the rest (which is a simpler network) and
partitioning it into a set of mutually exclusive events and
repeating this procedure till all the paths are decomposed
and partitioned. This recursive decomposition approach
can obtain the connectivity of an n × n lattice network
with a complexity of O(n2 ·((2n)!)/(n!(n+1)!)). The lattice
connectivity (up to 10×10 lattice) as a function of p is given
in [38].

The calculation results from the derivation are com-
pared with simulation results in Fig. 6. Obviously, for
the same lattice, improving the bond probability leads
to better connectivity. With the same bond probability,
however, the increase of lattice size does not have the
same impact on the end-to-end connectivity. For small
bond probabilities, i.e., from 0.35 to 0.65, a clear drop of
connectivity can be observed. This actually corresponds to
the conclusion in [39], where the end-to-end connectivity

Fig. 6. Connectivity of n × n lattices [37].

shows an exponential decay and the exponent is deter-
mined by how far away the bond probability is from the
critical bond probability. The critical bond probability is
around 0.6447 for the directed bond percolation on square
lattices. When the bond probability is reasonably large,
i.e., higher than 0.65, the connectivity remains stable with
respect to the network size.

Critical Bond Probability for Finite Lattices: By calculating
the solution of the second derivative equal to 0, we can
obtain a critical bond probability, i.e., pc(m, n), where the
connectivity curve achieves the sharpest increase for a
given finite lattice network. This critical bond probability is
also the probability where the maximum value of the first
derivative curve occurs. By calculation, we find that the
value of pc(m,n) is 0.645, 0.665, 0.668, and 0.669 for 2×2,
4×4, 6×6, and 8×8 lattices, respectively, and the values are
only subject to precision. An asymptotic behavior of bond
probability could be observed since the difference between
two consecutive critical bond probabilities reduces with
the increment of the lattice size. The critical transition
range can also be obtained from the second derivative,
indicated by the range of the bond probability from the
maximum second derivative to the minimum.

IV. V 2 V / V 2 I C A R R Y- A N D - F O R W A R D
N E T W O R K S

The above connectivity model and analysis show the
limitation of pure V2V communications in delivering infor-
mation over a long distance in sparse networks. Due
to the uncertainty of vehicle locations and V2V links,
the reliability of message delivery is difficult to guarantee.
To have the message delivered farther away in a sparse
network, the carry-and-forward mechanism has been pro-
posed based on the predictable vehicle mobility [40]:
a vehicle carrying a message will try to forward it to the
next-hop relay in the data dissemination direction if possi-
ble. If not possible, the message will be stored and carried
until it reaches a suitable relay. By utilizing the mobility
and connectivity of bidirectional vehicle traffic, the relia-
bility of message dissemination is largely improved, at the
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Fig. 7. Store-carry-and-forward with dropboxes.

cost of random delay. The carry-and-forward mechanism
has been modeled with an evolving graph, which revealed
that the carry-and-forward mechanism leverages the tem-
poral connectivity of mobile vehicles for multihop delivery
and it effectively increases the reachability of network-
wide data delivery [41]. The performance is affected by
various factors including the vehicle density, the penetra-
tion ratio, etc. Given the reliability is the probability of
the message being successfully delivered to the destination
before the deadline, the delay under the carry-and-forward
mechanism is essential to evaluate the corresponding reli-
ability. The delay analysis can also be used to design
routing protocols to select suitable forwarding paths in
2-D vehicular networks. In this section, we first study the
performance of V2V-only networks, and then the hybrid
V2V/V2I networks.

A. V2V-Only Carry-and-Forward Delay Analysis

Considering a 2-D vehicular network shown in Fig. 7,
the delivered message will go through one or multiple road
segments and intersections, respectively. Thus, the delivery
delay analysis can be categorized into two parts, i.e., link
propagation delay along road segments and link transfer
delay at intersections. Specifically, the link propagation
delay measures the time of message forwarded through a
link (road segment), while the link transfer delay measures
the time of message forwarded to the given direction at an
intersection [34], [42].

Link propagation delay considers a message to be deliv-
ered through one or multiple vehicles from one location
to another location of a road segment, without crossing
any intersection. With the knowledge of everyone’s own
cluster size and travel plan, the cluster head (CH) will
seek the opportunities to communicate with the CH of
the clusters in the opposite direction. Furthermore, with
the help of the opposite cluster, the CH can forward the
message to its neighbor cluster in front of it under the

condition that the opposite cluster connects with both
clusters simultaneously.

By utilizing the opposite vehicle cluster to link the dis-
connected vehicle cluster on the same direction, the data
delivery speed, denoted by vd, is estimated by

vd =
E{df}

E{Xt
c} + 2δ

= v +
(R + vij/λij) + Eij{cs}

E{Xt
c} + 2δ

(12)

where df is the total distance of the message forwarded
through the opposite cluster and the neighbor cluster in
front, R is the communication range, Xt

c is the time needed
for a message being held by CH until it is forwarded to its
front neighbor cluster, λij and vij are the vehicle density
and velocity from intersection i to j, respectively, and δ is
the minimum required time of two clusters to exchange the
message. Apparently, the data delivery speed combines the
movement speed of vehicles and the message forwarding
speed, which demonstrates the advantage in improving the
data delivery reliability. The following theorem estimates
the expected link propagation delay.

Theorem 3: Let dij be the distance from intersection i to
its neighbor intersection j, and Xij be the corresponding
propagation delay

E{Xij} ≈ max

�
dij − Eij{cs}

vd
, 0

�
(13)

where vd can be obtained from (12).
In (13), the −Eij{cs} term represents the fast-forwarded

distance to a CH at the beginning. From the above results,
vehicle mobility and connectivity are two key factors
that influence the data dissemination delay on the road
segment. Since the vehicle mobility is restricted by the
traffic regulation and conditions, improving the network
connectivity is a more promising way to achieve satisfying
performance. In Sections IV-B and IV-C, we will discuss the
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possibility of applying roadside infrastructures to enhance
connectivity and reliability.

Link transfer delay describes the latency of a message
being delivered to a targeted direction at an intersection
purely rely on V2V transmissions, i.e., the message is
relayed between vehicles only until it is forwarded to the
selected direction. Specifically, when the message carrier
arrives at the intersection, it needs to find a suitable vehicle
to take the message to the targeted direction if not itself.
However, it is possible that the carrier cannot find a suit-
able vehicle within its communication range. Thus, when
the carrier leaves the intersection, it will pass the message
to a new carrier moving back to the intersection. If the
new carrier finds a suitable vehicle at the intersection,
the link transfer is completed; otherwise, this procedure
may repeat till success.

Without loss of generality, suppose that the message
carrier is searching for a vehicle moving toward the north
direction. The average link transfer delay estimation is
obtained using the following theorem.

Theorem 4: Let Zwn, Zen, and Zsn be the link transfer
delay from west, east, and south to north, respectively,
at an intersection. Their average values can be estimated
by solving the following set of equations:



��

E{Zwn}
E{Zen}
E{Zsn}

�
�� =



��

1 −Be
wn −Bs

wn

−Bw
en 1 −Bs

en

−Bw
sn −Be

sn 1

�
��

−1 

��

Cwn

Cen

Csn

�
��
(14)

where w, s, e, and n denote directions, and how to obtain
the values of the parameters on the right-hand side is given
in the proof in Appendix B in the Supplementary Material
of [34].

The above theorem considered a four-way intersection
that the message carrier may arrive from any direction
except the north. Solving (14) can obtain the link transfer
delays from any direction to north. The above results can
also be applied to the intersections with more or fewer
roads, with unidirectional or bidirectional traffic.

End-to-end path delay is the sum of all link propagation
delay and link transfer delay along a given path as shown
in the following theorem.

Theorem 5: Suppose that a message is forwarded
according to a path i0 → i1 → · · · → im, and let Di0im

be the path delay. Then, we have

E{Di0im} =
m�

�=1

E{Xi�−1i�} +
m−1�
l=1

E{Z−−−−−−−→
il−1ilil+1

}

where E{Xi�−1i�} and E{Z−−−−−−−→
il−1ilil+1

} can be calculated by
(13) and (14), respectively.

The above theoretical findings offer an overall
delay analysis of the carry-and-forward mechanism.

The accurate and detailed quantification of the delay
performance is critical to guide the minimum delay
routing and network planning in the following sec-
tions. The theorems are limited by the assumptions on
the knowledge of the vehicle arrival process and the
negligible transmission delay variations, which require
further investigation.

B. Dropbox Deployment

Given the intermittent connectivity of V2V-only solu-
tions, it may not be able to ensure a stringent QoS; using
V2I only, vehicles always use infrastructures to exchange
information, which may lead to a high deployment cost
and unnecessary latency, and may encounter scalability
issues when the number of vehicles is large. Therefore,
a hybrid V2V/V2I system is more desirable to take the
advantages of both sides.

As reasoned before, in remote areas or off-peak hours,
the low connectivity in sparse networks significantly affects
the reliability of the data dissemination services. As a static
node deployed, a dropbox functions similar to a network
router with storage. Therefore, dropboxes enable the store-
carry-and-forward mechanism, as they can temporarily
store the message when no suitable relay is found at the
intersection. In addition, deploying dropboxes with a wide
coverage can increase the contact probabilities between
vehicles and effectively enhance network QoS [43]. It is
particularly suitable for remote or developing regions lack
of communication backbone.

Considering the deployment cost, it is desirable to
deploy dropboxes in the locations that are most beneficial
only. To comprehensively evaluate the deployment perfor-
mance, a utility function considering the trade-off between
the benefit and cost is proposed, followed by the utility
maximization problem as follows [43]:

max
s∈Θ,pk

sd
∈Ω

U (E{Tsd(k)}) − mCd

s.t.
n�

i=1

si = m (15)

where Tsd(k) is the end-to-end delivery delay from the
source to the destination through path k, U(·) is the utility
function related to the delay, m is the number of the
deployed dropboxes, and Cd is the unit deployment cost.
To solve (15), in addition to the delay analysis given
in Section IV-A, the link transfer delay estimation with
dropboxes should also be obtained.

Link transfer delay with dropboxes measures the time
needed to forward a message to the targeted direction
with the help of both vehicles and dropboxes. When the
message carrier approaches the intersection and enters the
communication coverage of the dropbox, it can directly
forward it to the dropbox. Then, the dropbox will search
for a suitable vehicle to carry the message. Assuming that
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the targeted direction is north, the expectation of the
link transfer delay with a dropbox, denoted by E{Z̃wn},
satisfies

E{Z̃wn} = 0 × (1 − e
−λn

esw
Rd
vn ) + e

−λn
esw

Rd
vn × 1

λn
esw

=
1

λn
esw

e
−λn

esw
Rd
vn (16)

where λn
esw = λen + λsn + λwn, vn is the vehicle speed in

the north direction, and Rd is the communication range
of dropboxes. Clearly, E{Z̃wn} is a decreasing function
of (λn

esw)/vn and Rd, which shows how a higher vehicle
density and a larger communication range of the dropbox
benefit the link transfer of the message.

Combining the link transfer delay analysis in
Section IV-A, the benefit of dropboxes facilitating the
message delivery is obtained by the following theorem.

Theorem 6: Suppose that a message is needed to be for-
warded from direction w to direction n at an intersection.
Let Bwn be the reduction on link transfer delay of using a
dropbox. Then, we have

E{Bwn}

=

�
1 − e−λn

esw
Rd
vn

�
vd

n

×
��

1 − e
−λn

esw
Rd
vn

��
Rd − vn

λn
esw

�
+ Rde

−λn
esw

Rd
vn

�

+(E{Zwn} − E{Z̃wn}) +
Rd − R

vd
w

(17)

where vd
w and vd

n are the delivery speed in the west
and north direction, respectively, which can be obtained
by (12).

The above theorem depicts that the delay reduction
with the dropbox comes from two aspects. As illustrated
in Fig. 7, first, it increases the probability of finding a
vehicle going to the targeted direction at the intersection.
Second, it reduces the delivery distance on the road seg-
ment because the message carrier can send the message to
the dropbox even before it arrives at the intersection.

Based on the delay analysis, the utility maximiza-
tion problem can be solved by the optimal dropbox
deployment algorithm (ODDA), using information dimen-
sion enlargement and dynamic programming, as depicted
in Algorithm 1.

First, an information set Φi for node i is defined as
follows:

Φi =



����

Y m
i i∗m Im

i

Y m−1
i i∗m−1 Im−1

i

· · · · · · · · ·
Y 0

i i∗0 I0
i

�
���� (18)

where for the number of deployed dropboxes � =

0, 1, . . . , m, Y �
i denotes the minimum delay from i to the

destination using � dropboxes, i∗m is the optimal next-hop
node corresponding to Y �

i , and I�
i is the multidimensional

index vector. I�
i is given by

I�
i = [I�

i (1), . . . , I
�
i (�)] =



� S�

i

B̄�
i

�
�

=



� i1� i2� . . . i��

E{Bi1� } E{Bi2� } . . . E{Bi�
�}

�
� (19)

where S�
i = [i1� , i

2
� , . . . , i

�
�] is the set of dropbox deploy-

ment strategies, denoting the locations deployed with
dropboxes, and B̄�

i = [E{Bi1� }, E{Bi2� }, . . . , E{Bi�
�}] is the

expected benefit set, denoting the delay reductions with
the deployed dropboxes.

Given �, three important notations are defined to calcu-
late the delivery delay under different dropbox deployment
strategies, considering the message forwarded from node i

to node j and then to node d. Denote by Z−−→
ijj∗�

the link

transfer delay from direction
−→
ij to direction

−→
jj∗� . The

delivery delay under the strategy that there is no dropbox
deployed at node j and node j uses the strategy S�

j is
given by

E�
ij(0) = E{Xij} + E{Z−−→

ijj∗�
} + E{Y �

j }. (20)

Denote by B−−→
ijj∗�

the link transfer delay reduction from

direction
−→
ij to direction

−→
jj∗� . The delivery delay under the

strategy that a dropbox is deployed at node j and removed
from strategy S�

j is given by

E�
ij(1) = E{Xij} + E{Z−−→

ijj∗�
} + E{Y �

j }

−E{B−−→
ijj∗�

} + min{E{Bjl
�}|Bjl

� ∈ I�
j}. (21)

Let

E�
ij(2) = E{Xij} + E{Z−−−−→

ijj∗�−1
} + E{Y �−1

j } − E{B−−−−→
ijj∗�−1

}
(22)

be the delivery delay under the strategy that a dropbox is
deployed at node j and node j uses strategy S�−1

j . In the
above, E{Xij}, E{Z−−→

ijj∗�
}, and E{B−−→

ijj∗�
} can be calculated

by (13), (14), and (17), respectively.
The algorithm design considers three important facts.

First, since the number of the deployed dropboxes is given,
the optimal strategy should choose the locations with the
highest benefit. Second, if node i is included in the optimal
path p∗

sd and m̃ dropboxes are deployed between i and
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Algorithm 1 ODDA
Input: Given the nodes s and d and graph G = (V, E,W).

Let the initial information set satisfy

Φd(0) =



�� ∅ ∅ ∅

· · · · · · · · ·
0 ∅ ∅

�
�� (23)

and set Φi(0) = ∅ (all elements are ∅) for i ∈ V and
i �= d.

1: while the iteration time t ≤ n − 1 do
2: Each node sends its information set to its neighbor

nodes.
3: if node i receives the information set from its neigh-

bors then
4: for � = m, m − 1, . . . , 0 do

E{Y �
i } = min{E�

ij(0), E�
ij(1), E�

ij(2)|j ∈ Ni}
(24)

where Ni is the neighbor set of node i, and
then finds the optimal next-hop node i∗� by

i∗� = arg min{E�
ij(0), E�

ij(1), E�
ij(2)|j ∈ Ni}.

5: end for
6: end if
7: if E�

ii∗
�
(0) = E{Y �

i } then

I�
i = I�

i∗
�
;

8: else
9: if E�

ii∗
�
(1) = E{Y �

i } then
10:

I�
i = I�

i∗
�
; I�

i (l) =

�
i∗�

E{B−−−−−→
ii∗� [i∗� ]∗�

}

�
;

11: else

I�
i (l) =

�
I�−1

i∗
�

(l),

�
i∗�

E{B−−−−−−−→
ii∗� [i∗� ]∗�−1

}

��

12: end if
13: end if
14: Node i updates its information set Φi, t = t + 1.
15: end while
Output: Y m

s and Im
s . The nodes in the strategy set Sm

s are
where the m dropboxes should be deployed.

destination d, then these m̃ dropboxes should be optimally
deployed to maximize the delay reduction benefit. Last,
the benefit of deploying dropboxes is independent at each

Fig. 8. Delay reduction ratio comparison [43]. (a) 3 × 4 road

network. (b) 5 × 6 road network.

intersection. The optimality and complexity of ODDA were
analyzed in [43].

To verify the benefit of the dropbox deployment, ODDA
is applied in 2-D networks and compared with the shortest
path deployment strategy and the greedy strategy. The
shortest path deployment strategy first finds the path
with the minimum expected delay without dropboxes.
Then, given the number of dropboxes, the locations with
the highest benefit are selected to deploy. For the greedy
strategy, among all directions toward the destination,
the message carrier always selects the one with the
largest vehicle density. Fig. 8 presents the delay reduction
ratio using the above methods in 3 × 4 and 5 × 6 road
networks, respectively.

Here, the delay reduction ratio shows the improvement
compared with the delay over the shortest path without
any dropboxes. It is observed that ODDA achieves a higher
reduction in delay than the other methods, as it combines
the information dimension enlargement and dynamic pro-
gramming to optimize the deployment strategy and path
selection simultaneously. It is interesting to note that when
the number of deployed dropboxes is small, the greedy
strategy even has a higher delay compared with the
shortest path without dropboxes. The reason is that the
path chosen by the greedy strategy is much longer than
the shortest path. Simulation results show that with the
optimally deployed dropboxes, the delay and reliability
performance can be substantially improved.

C. RSU Deployment

When Internet connectivity is feasible, RSUs can
exchange information through the Internet and serve
drive-through vehicles effectively. Thus, how many RSUs
to deploy and their locations are key issues to enhance
network performance. Owing to the correlation between
the RSU deployment and task assignment (i.e., which
RSU is assigned to serve a task), it is necessary to jointly
consider the optimization of these two coupled problems.

We here still use the delivery delay as the performance
metric, given the delay-location-coupled reliability require-
ments of IoV applications. The 2-D IoV is modeled as a
graph G = {V, E}, where intersections are abstracted as
nodes, and road segments between intersections are edges.
Let V = {vi : i = 1, 2, . . . , N} be the node set and
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E = {ej : j = 1, 2, . . . , M} be the edge set. N and M

are the number of nodes and edges, respectively. Then,
a comprehensive utility function considering the service
benefit and deployment cost has been proposed to make
the tradeoff [44]

FU (X, Y ) = FB (X) − FC (Y ) =

N�
i=1

M�
j=1

b̃ijxij −
N�

i=1

fiyi

(25)

where b̃ij is the benefit of deploying an RSU at intersection
vi in providing services to vehicles on edge ej , and fi is the
RSU deployment cost at vi. Considering both the installa-
tion and maintenance cost, fi is the depreciation cost plus
the maintenance cost of RSU vi over time period T . It is
noted that both benefit and cost are measured over T .

The deployment and task assignment should satisfy the
constraints of both service requirements and RSU capacity.
To guide the strategy design, a utility maximization prob-
lem is formulated as shown in

max
x,y

�
j

�
i

rjbijxij −
�

i

fiyi,

s.t.
�

i

xij= 1, ∀j,

xij≤ yi, ∀i, j,�
j

rjxij≤ uiyi, ∀i,

0 ≤ xij , yi ≤ 1, ∀i, j. (26)

Here, it is noted that the feasible region of yi has been
relaxed from {0, 1} into [0, 1], and the dual problem is

min
α,β,γ,z

�
i

zi −
�

j

αj

s.t. αj≤ −rjbij + βij + rjγi ∀j�
j

βij≤ fi + zi − uiγi ∀i, j

βij , γi, zi ≥ 0 ∀i, j (27)

where rj and ui are the tasks of ej and the capacity of
vi, respectively. Here the utility is measured by the service
benefits minus cost. The problem is about how to deploy
RSUs to maintain the expected message delivery delay
between RSUs and vehicles below the required threshold
with the maximum utility [44].

Considering the irregular service area of RSU, first,
the overlapping service area will affect the task assign-
ment, as the vehicles in these areas may receive services
from multiple RSUs. How to properly select the server
and client has a direct influence on the delivery delay,
which is critical to the capability of providing a stable
service quality. Second, there are up to 2N possible deploy-
ment strategies given N , the number of location candi-
dates. To obtain the optimal strategy, the task assignments
for all the feasible solutions should be considered. Last,
the algorithm should comprehensively consider the trade-
off between the benefit and cost, and maximize the utility
while meeting the delay requirement simultaneously.

Algorithm 2 URDA
Input: C = ∅, S = E

1: Solve (26) and (27)
2: while S �= ∅ do
3: ej∗ = arg min

ej∈S
αj , Nj∗ = Bj∗ ,

4: C = C ∪ ej∗ , S = S \ ej∗ , Update Bj ,∀ej ∈ S .
5: end while
6: if U(= F − ∪ek∈CNk) �= ∅ then
7: for ∀vi ∈ U do
8: ej∗ = arg max

ej∈C
bij , Nj∗ = Nj∗ ∪ vi,

9: end for
10: end if
11: for ek ∈ C do
12: for each vi ∈ Nk do
13: Open vi with yi = 1

14: end for
15: Lk = {vi ∈ Nk : yi < 1}, Rk =

�
vi∈Lk

�
j xij

16: Obtain (x(k), y(k)) using Algorithm. 2 in [44] with
(Lk, Rk)

17: end for
18: Y = {y(k)}ek∈C
19: Obtain X by solving (P0) in [44] given Y

Output: (X, Y )

Based on the linear-program (LP) clustering
algorithm [45], a Utility-based RSU Deployment
Algorithm (URDA) has been proposed in [44]. As shown
in Algorithm 2, based on the solution obtained by solving
(26) and (27),1 URDA first divides the candidate RSUs
into clusters, where the set of current cluster centers is
denoted by C and Nk is the RSUs clustered around the
ek ∈ C. Let Bj be the set of unclustered RSUs that are
more beneficial to ej than any other cluster centers, and S
be the set of edges that could be chosen as cluster centers.
Then, it utilizes the property of the single-node capacitated
facility location (SNCFL) problem to obtain the optimal
solution for each subproblem. By combining the solutions
of each subproblem, a feasible solution of the original
problem is obtained. Through the theoretical analysis, the
obtained solution has a provable bound to the optimal
one. With the proposed solution, a certain number of RSUs
are deployed to maintain the expected message delivery
delay between RSUs and vehicles below the required
threshold. The results reveal that RSUs effectively improve
the reliability of the service performance regardless of
vehicle density and traffic estimation errors. Furthermore,
it is expected that the proposed algorithm can adaptively
adjust the corresponding strategy based on the delay
requirements, topology, etc. Thus, the network planning is
scalable under various conditions.

The above joint RSU deployment and task assignment
strategy can not only improve the delay performance, but

1Let (x, y) and (α, β, γ, z) be the optimal solutions to (26) and
(27), respectively. Let F = {vi : yi > 0} be the opened facilities in
(x, y) and Fj = {vi : xij > 0} be the facilities in F that fractionally
serve ej .
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also be extended to other performance metric as long
as it fits the RSU-centric principle. However, for future
heterogeneous network structures or service types, how to
optimize network planning is much more complicated. For
example, the delay performance modeling of multilayer
networks is difficult. The RSU service area definition is
also challenging if considering various service requirement
metrics. How to properly handle these factors beckons
further research efforts.

D. RSU Variants

The low number of vehicles or insufficient penetration
ratio of vehicular communication devices will affect the
network connectivity in the early stage of IoV deployment.
On the other hand, the high costs of RSUs slow down the
deployment progress as well. Thus, Reis et al. [46] inves-
tigated the feasibility of making part of the parked cars
to act as RSUs. A self-organizing mechanism maximizing
the network coverage while minimizing the number of the
enabled vehicles was proposed to let each parked vehicle
decide locally whether to act as an RSU.

In addition to the static RSUs, the idea of mobile
RSUs (mRSUs) has been proposed considering the reduced
maintenance costs and longer contact time with vehicles.
Buses with the high route and schedule regularity are
used as a virtual backbone to carry and forward message
between taxis [47]. The trace-driven simulations verify the
improvement of both end-to-end delay and delivery ratio.
Reference [48] utilizes buses as mRSUs to replace some
of the static RSUs while still maintaining the equivalent
network performance. The trade-off between the perfor-
mance and the cost is obtained through both mathematical
analysis and experiments, which provides the in-depth
understanding of the mRSUs and thus is beneficial to the
network planning.

For different infrastructures, their functions and capabil-
ities would be different. Selecting the proper infrastructure
to facilitate specific applications is significant to the imple-
mentation of IoV. Due to the wide coverage and static
characteristic, the dropbox is applied in the long-range
end-to-end message delivery when pure V2V cannot
achieve a satisfying performance. The performance gain

brought by dropboxes mainly comes from the advantage of
searching for a suitable next-hop relay. For the information
dissemination required in a given area, RSUs offer both
the direct Internet access and necessary coverage which
are critical to the timely spread. With the development
of technology and the decrease of the cost, the future
infrastructure is expected to be multifunctional and con-
figurable for the applications.

V. C O N C L U S I O N A N D O P E N I S S U E S

Considering typical applications in IoV, to ensure time
and location-coupled reliability, fundamental network
properties including connectivity and delay should be
quantified. We introduced the modeling and analysis
efforts in understanding the performance of V2V and
hybrid V2V/V2I networks. Based on the analysis, effec-
tive resource management and routing solutions have
been proposed. We also studied how to deploy drop-
boxes or RSUs to enhance network performance in hybrid
V2V/V2I networks. To address the scalability issue, we may
rely on the distributed reservation and DCC. However, even
the state-of-the-art solutions in the literature cannot fully
address the challenges due to congestion, hidden termi-
nals, and delay-sensitive QoS requirements, which beckon
further research. For example, to scale to the high-density
network and the rapid-changing environment, mmWave
communications require the high directionality of anten-
nas, which also brings challenges to MAC to detect the
angle to steer the communications [49], [50]. To better
evaluate the IoV performance including the scalability
and reliability, an open, extensive and realistic simulator
is also important. For example, Segata et al. [51] pre-
sented PLEXE which integrated mixed scenarios, wireless
networking, and vehicle movement together for the large-
scale analysis and exploration. Furthermore, the semiphys-
ical simulation and field experiments still beckon future
efforts to realize the solutions in the article. Both the
industry and the standards body are looking for effective
solutions to address the scalability and reliability issues
for large-scale, highly dynamic V2X networks. A timely
innovation now will have a profound impact on the coming
IoV era. �
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