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Differential Private Noise Adding Mechanism and Its
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Abstract—Differential privacy is a formal mathematical frame-
work for quantifying the degree of individual privacy in a statistical
database.To guarantee differential privacy, a typical method is to
add random noise to the original data for data release. In this
paper, we investigate the conditions of differential privacy (single-
dimensional case) considering the general random noise adding
mechanism, and then apply the obtained results for privacy analysis
of the privacy-preserving consensus algorithm. Specifically, we
obtain a necessary and sufficient condition of ε-differential privacy,
and the sufficient conditions of (ε, δ)-differential privacy. We apply
them to analyze various random noises. For the special cases with
known results, our theory not only matches with the literature, but
also provides an efficient approach to the privacy parameters’ esti-
mation; for other cases that are unknown, our approach provides a
simple and effective tool for differential privacy analysis. Applying
the obtained theory on privacy-preserving consensus algorithm,
we obtain the necessary condition and the sufficient condition to
ensure differential privacy.

Index Terms—Random mechanism, noise adding process,
average consensus, differential privacy.

I. INTRODUCTION

D IFFERENTIAL privacy, a popular and widely used pri-
vacy concept, aims to minimize the chances of identifying

a single record in a release of a large database [2]. Differential
privacy means that the presence or absence of any individual
record in the database will not affect the statistics significantly
[3]. Thus, the adversary has a low chance to identify the indi-
vidual’s record with the released information and any auxiliary
information under differential privacy. Differential privacy has
been a formal framework to quantify the degree to which each
individual’s privacy is preserved while releasing useful statisti-
cal information about the database. We refer the readers to [4],
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[5] by Dwork et al. for the detailed introduction of differential
privacy, including the motivation, background, the important
developments of its theories and applications. More recently,
Cortes et al. [6] introduced a system and control perspective
on the topic of privacy-preserving data analysis, showing the
importance of differential privacy in network control and signal
processing area.

There are two kinds of differential privacy concepts which
have been widely investigated in the literature. The first is
ε-differential privacy. The parameter ε expresses the degree
of the privacy protection, and a smaller value of ε can guar-
antee a stronger privacy. Based on ε-differential privacy, an
adversary cannot gain significant information about the data
function of any individual agent based on the observation
of the data output. The typical approach to preserving ε-
differential privacy is adding Laplacian noise to original data
for information release. The second is (ε, δ)-differential pri-
vacy, which is a relaxed notion of privacy. In this privacy
definition, the parameter ε represents the privacy degree and
δ represents the probability of violating the privacy. For both
parameters, smaller values correspond to higher privacy [10].
To ensure (ε, δ)-differential privacy, an often-used approach
is adding Gaussian noise to the pure data value for query
output.

Although random noise adding mechanism has been widely-
used, how to design and analyze the effectiveness of various
types of noises remains a challenge. Existing works mostly
focused on a few well-known noise distributions (e.g., Lapla-
cian and Gaussian). Therefore, it is worth to study the general
properties of differential privacy or the basic conditions of the
noise which guarantee differential privacy. Then, we can analyze
the privacy of any given noise distribution and find the best noise
distribution in terms of the degree of the privacy protection. To
fill this gap, in this paper, we first investigate the basic conditions
for the random noise adding mechanism, under which differen-
tial privacy can be guaranteed. We then obtain the conditions to
determine whether the differential privacy is guaranteed by the
noise adding mechanism. To show this statement, we analyze
the well-known noise adding mechanisms, e.g., Laplacian and
Gaussian. For the special cases with known results, our theory
matches with the literature; for other cases that are unknown,
our approach provides a simple and effective tool for differential
privacy analysis. In addition, we apply the theory to analyze the
privacy of the privacy-preserving consensus algorithms, a hot
topic in the control and optimization area recently, and obtain
the necessary condition and the sufficient condition to ensure
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differential privacy. The main contributions of this paper are
summarized as follows.
� We investigate the conditions of a general random noise

adding mechanism to guarantee differential privacy. We
obtain a necessary and sufficient condition of ε-differential
privacy, and the sufficient conditions of (ε, δ)-differential
privacy. Meanwhile, we provide the computation approach
to estimate the values of privacy parameters ε and δ, respec-
tively.

� We show that the obtained theory provides an efficient
and simple approach for the analysis of both ε-differential
privacy and (ε, δ)-differential privacy. Using the obtained
results, it is easy to obtain the properties of differential
privacy for any adding noise, even when the probability
density function is unknown.

� We apply the theorems of differential privacy to analyze the
privacy of general privacy-preserving consensus algorithm.
We obtain the necessary condition and the sufficient con-
dition for the algorithm under which differential privacy is
achieved. Based on these conditions, the privacy of exist-
ing privacy-preserving consensus algorithms is analyzed.
Also, it is proved that achieving the average consensus and
ε-differential privacy simultaneously is impossible.

Different from the existing work, we obtain more general
properties and conditions of differential privacy mathematically,
and the proposed results can be used to analyze the privacy
property of the random noise adding mechanism with any noise
distributions.

The remainder of this paper is organized as follows. Section II
formulates the problem. In Section III, we provide the basic
theoretical results of differential privacy. Section IV studies the
application on privacy-preserving consensus algorithm. The re-
lated works are given in Section V. Conclusions are summarized
in Section VI.

II. PRELIMINARY AND PROBLEM FORMULATION

A. Preliminary

Let V = {1, 2, ..., n} be the set of nodes (users). Following
[25]–[28], we define σ-adjacency and differential privacy, re-
spectively, as follows.

Definition 2.1 (σ-adjacency): Given σ ∈ R+, the state vec-
tor x and y are σ-adjacent if, for some i0 ∈ V ,

|xi − yi| ≤
{
σ, if i = i0;

0, if i �= i0,
(1)

for i ∈ V , where x, y ∈ Rn.
From the above definition, it follows that a pair of σ-adjacent

vectors x and y have at most one different element, and the
difference is no more than σ. For example, x = [0, 1] and
y = [1, 1] are 1-adjacent vectors. It should be pointed out that
in the standard setting of multi-dimensional differential privacy,
global sensitivity is defined using L1 or L2 norm. This paper
uses σ-adjacency to characterize the sensitivity, under which
the multi-dimensional problem can be reduced to a single-
dimensional case, which makes the problem much easier to

TABLE I
NOTATIONS

solve. Thus, the resulting theoretical conclusion of conditions
on differential privacy can be of an explicit form, and can further
facilitate future research on more general cases.

Definition 2.2 ((ε, δ)-differential privacy): A randomized
mechanism A with domain Ω is (ε, δ)-differentially private if,
for any pair x and y (x, y ∈ Ω ⊆ Rn) of σ-adjacent state vector
and any set O ⊆ Ra(A), where Ra(A) is the domain of the
output under mechanism A,

Pr{A(x) ∈ O} ≤ eε Pr{A(y) ∈ O}+ δ. (2)

If δ = 0, we say that A is ε-differentially private.
In the above privacy definition, there are two key parameters,

ε and δ, which represent the privacy cost and the probability
of violating the privacy cost, respectively. For both of these
parameters, smaller values imply stronger privacy guarantees.
Typically, the values of δ should be less than the inverse of any
polynomial in the size of the database [5]. ε-differentially pri-
vate usually provides a stronger privacy than (ε, δ)-differential
privacy. Compare with the original definition of differential
privacy given in [2], the above definition can also be used to
the continuous and infinite dimensional data.

Table I summarizes a few important notations in this paper
for easy reference.

B. Problem Formulation

General Random Mechanism: We consider a general ran-
dom noise adding mechanism. Assume that the randomized
mechanism A : Ω → Ra(A) satisfies

A(x) = x+ θ, ∀ x ∈ Ω, (3)

where θ ∈ Θ is a random noise vector with fθi(z) as the PDF
of its i-th element θi, and Θ ⊆ Rn. Then, we have Ra(A) =
Ω⊕Θ, where ⊕ denotes the Minkowski sum between two set,
i.e., any element in Ra(A) will equal to the sum of two elements
in sets Ω and Θ. In this paper, we consider the case that Ω is
not a discrete set and fθi(z) is not a probability mass function.
Thus, we have the following three basic assumptions:
A1: the set of all possible values of nodes’ state at least

contains an almost surely continuous interval.
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A2: each fθi(z) is an almost surely continuous or piecewise
continuous function.

A3: θi and θj are independent from each other for ∀i �= j
(nodes can add noises independently in applications).

The random mechanism A defined in (3) is a general contin-
uous noise adding mechanism, where x could be substituted by
a general invertible function of x with Lipschitz condition and θ
could also be a function of random variables.1 Thus, most of the
existing random mechanisms can be mathematically modeled
to this noise adding process, e.g., widely used Laplacian noise
adding mechanism [5], [28].

When the noises’ probability density functions (PDF) are well
known functions, e.g., Laplacian and Gaussian, it is not difficult
to prove that, whether they are ε-differential privacy or not,
using the definition of the differential privacy. This is mainly
because that these functions have well properties, e.g., easy to
calculation. However, when the PDF becomes more complicate
or even cannot be expressed in a closed form. It is hard to prove
it. Considering the following examples.

Example 2.3: The PDF of the noise in (3) follows

fθi(z) =

⎧⎪⎨
⎪⎩

z

2
e−z, z ≥ 0;

−z

2
ez, z ≤ 0,

(4)

Example 2.4: The PDF of the noise in (3) satisfies fθi(z) =∑m
k=1 νkfk(z), where νk is the weight and each fk(z) follows

an Gaussian distribution. Clearly, fθi(z) is a mixed Gaussian
distribution function.

It is not easy to determine or prove that whether A achieves
ε-differential privacy or not. Furthermore, how to make a good
estimation of the values of ε and δ is also an interesting and
challenging problem.

Problem of Interests: Motivated by the above analysis, there-
fore, the goal of this paper is to investigate the following issues:
i) What are general properties of differential privacy consider-
ing (3), i.e., what kinds of conditions (e.g., the sufficient and
necessary conditions of differential privacy) can guarantee the
differential privacy of the randomized mechanism A. And, how
to estimate the values of the corresponding privacy parameters,
i.e., ε and δ, when the noise’ distribution is given. ii) Can we
find a noise distribution such that A is ε-differentially private for
any small ε. iii) How to extend and apply the obtained results for
privacy analysis on the privacy-preserving consensus algorithm,
an important distributed iterative algorithm in the cooperative
control area. We solve these problems in the following two
sections.

1Consider a more general mechanism as follows

A(x) = g(x) + h(θ), ∀ x ∈ Ω, θ ∈ Θ,

where g(x) is a function of x satisfying |g(x)− g(y)| ≤ L|x− y| (where L
is a Lipschitz constant) and g(x) �= g(y) when x �= y and h(θ) is a function
of θ. We can use the similar analytical approach given in this paper to analyze
differential privacy of the above mechanism.

III. CONDITIONS OF DIFFERENTIAL PRIVACY

In this section, the basic conditions of differential privacy
considering A defined in (3) are obtained first, followed by
the estimations of the privacy parameters. Then, we show that
the obtained conditions provide efficient criteria of differential
privacy through case studies, where the Laplacian, Gaussian,
and Uniform noises are investigated, by using the developed
theoretical results. In the remainder part of this paper, we let
{·}
0 = ∞ for any {·} �= 0.

A. Necessary and Sufficient Condition

In this subsection, considering the mechanism A, we give a
necessary and sufficient condition of ε-differentially private in
the following theorem.

Theorem 3. 1: A is ε-differentially private if and only if (iff)
the following two conditions hold,
c1: let Φ0

i = {z|fθi(z) = 0, z ∈ R}, then for ∀i ∈ V , there
� a continuous interval [a, b] such that

[a, b] ⊆ Φ0
i , (5)

where a, b ∈ R and b > a;
c2: there ∃ a positive constant cb such that

sup
σ̂∈[−σ,σ],fθi (z) �=0,i∈V

fθi+σ̂(z)

fθi(z)
= cb, (6)

where ε = log(cb), and cb is an increasing function of σ.
The above theorem indicates a relationship among ε, σ and ε.

Since a smaller ε provides a stronger privacy guarantee, it shows
that ε → 0 if cb → 1, i.e., a stronger privacy can be guaranteed
when cb becomes smaller. Meanwhile, since cb is a supremum
satisfying (6), it is a constant when the distribution functions
and parameter σ are given. On the other hand, when σ becomes
larger, it is not difficult to infer that cb becomes larger, so the
value of cb is an increasing function of σ. In addition, we have
that

sup
σ̂∈[−σ,σ],fθi (z) �=0

fθi+σ̂(z)

fθi(z)
= cb

⇔ sup
σ̂∈[−σ,σ],fθi (z) �=0

log(fθi+σ̂(z))− log(fθi(z)) = log(cb).

Thus, the condition c2 in Theorem 3.1 is equivalent to the
following condition.
c′2: log(fθi(z)) is a uniformly bounded function for ∀i ∈ V

and fθi(z) �= 0. When the changing interval size of the
variable z is no more than σ, the upper bounded of all
log(fθi(z)) for ∀i ∈ V and fθi(z) �= 0, is log(cb).

The proof is straightforward to obtain, so it is omitted. Thus,
c′2 can be applied to determine whether c2 is true or not.

Remark 3. 2: In the above Theorem 3.1, c1 ensures that any
pair of the adjacency vectors cannot have totally different outputs
in the probability sense. Hence, the privacy attacker cannot
determine whether an element in the input or not from the
observed outputs, thus the differential privacy is ensured. c2
decides the values of ε and ensures that ε is a bounded constant
and will not go to infinity at any point.
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Fig. 1. The staircase-shaped PDF guarantees that A is log( 1� )-differentially
private.

Based on Theorem 3.1, users can directly verify whether the
mechanism is differentially private or not through verifying the
property of noise distribution function. It is different from the ex-
isting work (e.g., [3], [5]), focusing on specific mechanisms (e.g.,
Laplace mechanism and Exponential mechanism), where the
privacy was proved from the original definition of ε-differential
privacy.

It is well known that a smaller ε provides a stronger privacy
guarantee. Based on the above theoretical results, we will find a
random distribution which can guarantee any small ε-differential
private. From the above corollary, we note that ε → 0 if cb →
1, i.e., a stronger privacy can be guaranteed when cb becomes
smaller. For any cb > 1, we construct a staircase-shaped PDF for
each random variable used the noise adding mechanism, such
that the conditions c1 and c2 can be satisfied. The PDF is

f(z) =

⎧⎪⎪⎪⎪⎪⎪⎪⎨
⎪⎪⎪⎪⎪⎪⎪⎩

1− �

2a
�k, z ∈ [ka, (k + 1)a];

1− �

2a
, z ∈ [−a, a];

1− �

2a
�k, z ∈ [−ka− a,−ka],

(7)

where � ∈ (0, 1) and k is a positive integer and a is a positive
constant. A staircase-shaped PDF is shown in Fig. 1. For the
above staircase-shaped function f(z), we obtain that∫ +∞

−∞
f(z)dz = (1− �) + 2

∞∑
k=1

1− �

2
�k = 1,

and thus it is a PDF function for a random variable. In this case,
when σ ≤ 1, it follows that

sup
σ̂∈[−σ,σ],fθi (z) �=0

fθi+σ̂(z)

fθi(z)
=

1

�
,

which ensures that A is log( 1� )-differentially private. Note that
� could be any value in (0, 1), which means that cb could be any
value in (1,∞) by setting � = 1

cb
. Hence, for any small ε > 0,

we can find a staircase-shaped PDF (i.e., using (7) as the PDF
and setting � = 1

eε and a = 1) for the adding noise such thatA is
ε-differentially private. Meanwhile, it is noted from [3] that given
the privacy constraint, the optimal noise probability distribution
has a staircase-shaped probability density function in terms of
minimizing the data publishing cost (where the cost function is
symmetric and increasing). The detailed shape depends on the
cost function, and both the length and height of the stairs are

different from (7). On the other hand, using Theorem 3.1, for
any staircase noise design, it is not difficult to calculate the value
of the privacy parameter ε, and then verify whether the privacy
constraint is satisfied or not. In a word, the staircase-shaped noise
is a good choice for the random noise adding mechanism in the
application.

Next, we provide another necessary condition and sufficient
condition of ε-differentially private, respectively.

Theorem 3. 3: If A is ε-differentially private, then ∀i ∈ V ,
there � co ∈ (−∞,+∞), such that

lim
z→c0

fθi(z) = 0. (8)

Clearly, (8) is actually a necessary condition of c2, which can
be easily proved by contradiction. This further explains why (8)
is necessary to ε-differential privacy.

Theorem 3. 4: A is ε-differentially private with ε = log(cb),
if, ∀i ∈ V , there exists a positive constant cb such that

sup
σ̂∈[−σ,σ]

fθi+σ̂(z)

fθi(z)
= cb. (9)

Note that (9) is a stronger condition than conditions c1 and
c2. Thus, (9) is a sufficient but not necessary condition.

For the above three theorems, all the conditions only depend
on the property of the noise distribution function. One can use
them to verify the ε-differential privacy of the mechanism easily.
This is different from most of the existing results in the literature
that proved the privacy of the mechanism based on the original
definition.

B. Sufficient Condition for (ε, δ)-Differential Privacy

In this subsection, we study the relaxed differential privacy,
named (ε, δ)-differential privacy. We obtain the sufficient con-
ditions to guarantee that A provides (ε, δ)-differential privacy,
followed by the estimations of both the parameters ε and δ.

Theorem 3. 5: If (6) holds, then A is (ε, δ)-differentially
private, where ε and δ satisfy ε = log(cb) and

δ = max
i∈V

∮
Φ0

i

fθi(z + σ)dz. (10)

Moreover, if (5) holds, δ = 0, i.e., A is ε-differentially private.
From Theorem 3.5, it is known that (6) is a sufficient condition

of (ε, δ)-differential privacy. However, it should be pointed out
that (6) is not a necessary condition of (ε, δ)-differential privacy
(though it is a necessary condition of ε-differential privacy). An
example is Gaussian noise, which is (ε, δ)-differentially private
noise [3], [4], but (6) no longer holds for Gaussian noise. The
detailed analysis will be given in the next subsection. Then, we
give the other useful sufficient condition of (ε, δ)-differential
privacy, which can be used to prove that Gaussian noise ensures
(ε, δ)-differential privacy.

Theorem 3. 6: Let Θ = Θ0 ∪Θ1. Assume that∮
Θ0

fθi(z)dz ≤ δ, ∀i ∈ V (11)
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and (6) holds when θ ∈ Θ1, i.e.,

sup
σ̂∈[−σ,σ],θ∈Θ1

fθi+σ̂(z)

fθi(z)
= cb. (12)

Then, A is (ε, δ)-differentially private, where ε = log(cb).
Considering the conditions in Theorem 3.6, for any kinds of

noise random distribution, we have

lim
μ(Θ0)→μ(Θ)

∮
Θ0

fθi(z)dz = 1,

and

lim
μ(Θ1)→0

sup
σ̂∈[−σ,σ],θ∈Θ1

fθi+σ̂(z)

fθi(z)
= 1.

Hence, it follows from Theorem 3.6 that using any kinds of
random noise, A is (0, 1)-differentially private. This can also
shown from the fact that

Pr{A(x) ∈ O} − Pr{A(y) ∈ O} ≤ 1

holds for any kinds of noise adding mechanism (because 0 ≤
Pr{·} ≤ 1 always holds true). Thus, it is meaningless to consider
a (0, 1)-differentially private mechanism, since it can be satisfied
by any random distributions. Note that if Θ = Θ0(k) ∪Θ1(k)
and Θ0(k) ⊂ Θ0(k + 1), where Θ1(∞) = Θ, then we have∮

Θ0(k)

fθi(z)dz ≤
∮
Θ0(k+1)

fθi(z)dz

≤
∮
Θ0(∞)

fθi(z)dz = 1

while

sup
σ̂∈[−σ,σ],θ∈Θ1(k)

fθi+σ̂(z)

fθi(z)
≥ sup

σ̂∈[−σ,σ],θ∈Θ1(k+1)

fθi+σ̂(z)

fθi(z)

≥ sup
σ̂∈[−σ,σ],θ∈Θ1(∞)

fθi+σ̂(z)

fθi(z)
= 1,

where we have used the fact that Θ1(∞) = ∅. It means
that there exists an increasing sequence δ(k) and an de-
creasing sequence ε(k) = log(c(k)) satisfying limk→∞ δ(k) =
1 and limk→∞ ε(k) = 0, respectively, such that (ε(k), δ(k))-
differential privacy is guaranteed by A. However, it should
be pointed out that different noise distribution can guarantee
the different smallest δ and different corresponding ε of (ε, δ)-
differential privacy. In Theorem 3.5, the estimation of the upper
bounds for δ and ε can be tighten for some special distributions
(e.g., uniform distribution), which will be illustrated in the
following subsection.

C. Case Studies

From the theoretical results obtained in above two subsec-
tions, it is not difficult to determine whether the added noise
can guarantee the differential privacy of a random mechanism
or not. In the following, we analyze differential privacy of some
random noises.

First, for Example 2.3, it is not obvious to analyze its dif-
ferential privacy directly from the definition. But, from Theo-
rem 3.3, we easily infer that it is not ε-differentially private, since

Fig. 2. Laplacian noise: ε-differentially private.

Fig. 3. Gaussian noise: (ε, δ)-differentially private.

limz→0 fθi(0) = 0, and thus it does not satisfy the necessary
condition given in the theory.

Then, we consider the Laplacian noise adding mechanism.

Assume that the PDF is fθi(z) =
1
2be

− |z−a|
b , where a and b are

two constants. We check the conditions c1 and c2, respectively.
From Fig. 2, it is clear that c1 holds true due to the continuity
and positivity of the PDF of Laplacian noise. Note that for ∀σ̂ ∈
[−σ, σ], we have∣∣∣∣fθi+σ̂(z)

fθi(z)

∣∣∣∣ =
1
2be

− |z−σ̂−a|
b

1
2be

− |z−a|
b

= e
|z−a|−|z−σ̂−a|

b ≤ e
|σ|
b .

It means that c2 condition also holds true. Hence, from
Theorem 3.1, it follows that Laplacian noise is an ε-differentially

private noise, where ε = log e
|σ|
b = |σ|

b .
Next, we consider Gaussian noise. Assume that the PDF of

the noise is fθi(z) =
1

b
√
2π

e−
(z−a)2

2b2 . Similarly, one infers that c1
holds true for Gaussian noise. Note that

∣∣∣∣fθi+σ̂(z)

fθi(z)

∣∣∣∣ =

1
b
√
2π

e−
(z−σ̂−a)2

2b2

1
b
√
2π

e−
(z−a)2

2b2

= e
(z−a)2−(z−σ̂−a)2

2b2

= e
σ̂(2z−σ̂−2a)

2b2 ,

which means that

sup
σ̂∈[−σ,σ],fθi (z) �=0

fθi+σ̂(z)

fθi(z)
≥ lim

z→∞ e
σ̂(2z−σ̂−2a)

2b2 = ∞.

Hence, from Theorem 3.1, it follows that Gaussian noise is not
an ε-differentially private noise. However, as shown in Fig. 3,
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Fig. 4. Uniform noise: (0, δ)-differentially private.

there exists a large constant M such that ε is bounded by

ε ≤ ln(max e
σ̂(2z−σ̂−2a)

2b2 ) ≤ σ(2M − σ)

2b2
,

for z ∈ [−M,M ], and δ is bounded by

δ ≤
∮
(−∞,−M ]∪[M,∞)

fθi(z)dz

=
1

b
√
2π

∮
(−∞,−M ]∪[M,∞)

e−
(z−a)2

2b2 dz, (13)

which is a small value. It means that the conditions in
Theorem 3.6 can be satisfied. Thus, we infer from Theorem
3.5 that Gaussian noise is an (ε, δ)-differentially private noise,
where ε = log σ(2M−σ)

2b2 and δ satisfies (13). For Example 2.4,
although it is hard to prove its DP from the definition, similar to
the above analysis, one infers that condition c2 of Theorem 3.1
cannot be satisfied. Thus, the mixed Gaussian distribution noise
given in this example cannot guarantee ε-differentially privacy.

Lastly, consider the uniform distribution noise with its PDF
as 1

b−a . Clearly, c1 is not true due to the zero-point set includes
continuous interval. Hence, uniform distribution is not an ε-
differentially private noise. Then, we check the conditions in
Theorem 3.5. As shown in Fig. 4, it is found that for an uniform
distribution noise

sup
σ̂∈[−σ,σ],fθi (z) �=0

fθi+σ̂(z)

fθi(z)
=

1
b−a
1

b−a

= 1

and

max
i∈V

∮
Φ0

i

fθi(z + σ)dz =
σ

b− a
.

It means that the upper bounds of both ε and δ in Theorem 3.5
are tight. Thus, one infers that uniform noise is an (ε, δ)-
differentially private noise, where ε = 0 and δ = σ

b−a . Then, it
is noted that δ is a decreasing function of b− a and satisfies

lim
b−a→∞

δ = 0.

Hence, for any small δ, we can find a corresponding (0, δ)-
differentially private uniform noise. But, it should be pointed
out that when the value of b− a increases, the variance of the
uniform distribution (= (b−a)2

12 ) increases.
Remark 3. 7: The above analysis shows that our method can

determine the differential privacy of the randomized mechanism

with any given distribution (even the closed-form of the distribu-
tion is unknown) of noise by checking the conditions, and thus
it is an efficient criterion of differential privacy analysis. This is
the main advantage of the propose method. Meanwhile, using
our theory can obtain the same results for well-known noise
distributions, as those proved in the existing work, which verifies
the effectiveness of the proposed theory. More importantly, it
should be pointed out that using the propose theory, we can also
obtain the values of ε and δ directly. This is the other advantage
of our method.

IV. APPLICATION ON PRIVACY-PRESERVING

CONSENSUS ALGORITHM

Consensus algorithm is an efficient distributed computing and
control algorithm, which refers to the action that nodes in the
network reach a global agreement regarding a certain opinion us-
ing their local neighbors’ information only [16]–[18]. Consensus
algorithm has been applied in a variety of areas, e.g., distributed
energy management [19], scheduling[20], and clock synchro-
nization [21]–[23]. Recently, the privacy-preserving consensus
problem has been studied, which aims to guarantee that the
privacy of initial state is preserved and at the same time a
consensus can still be achieved [24], [28], [30]. The basic
idea is to add random noises to the real state value during
the communication for privacy preservation, the same as (3).
This motivates us to adopt the developed theories in the above
section to analyze differential privacy of the privacy-preserving
consensus algorithm.

A. Privacy-Preserving Consensus Algorithm

A network is abstracted by an undirected and connected graph,
G = (V,E), where V is the set of nodes and E is the set
of the communication links (edges) between nodes. An edge
(i, j) ∈ E iff nodes i and j can communicate with each other.
Let Ni be the neighbor set of node i, defined by Ni = {j|j ∈
V, (i, j) ∈ E, j �= i}. Let |V | = n ≥ 3 be the number of nodes
in the network and xi(0) ∈ R be the initial state of node i. Let
x(0) = [x1(0), ...., xn(0)]

T ∈ Ω0
x ⊆ Rn.

For a general consensus algorithm, each node will commu-
nicate with its neighbor nodes and update its state based on the
received information. The iteration equation is

xi(k + 1) = wiixi(k) +
∑
j∈Ni

wijxj(k), ∀i ∈ V, (14)

which can be written in the matrix form as

x(k + 1) = Wx(k), (15)

where wii and wij are weights, and W is the weight matrix. It
is well known from [35] that, if, i) wii > 0 and wij > 0; and ii)
W is a doubly stochastic matrix, then an average consensus can
be achieved by (15), i.e.,

lim
k→∞

x(k) =

∑n
�=1 x�(0)

n
1 = x̄. (16)

Privacy-preserving Consensus (PC) Algorithm: When the
privacy of nodes’ initial states are concerned, each node may
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be unwilling to release its real state to the neighbor nodes at
each iteration. To preserve the privacy of nodes’ initial states, a
widely used approach is to add a random noise to the real state
when a node needs to communicate with its neighbor nodes [30].
Hence, we introduce a common privacy-preserving consensus
algorithm as follows:

PC :

⎧⎨
⎩
x+(k) = x(k) + θ(k)

x(k + 1) = Wx+(k)
(17)

A privacy-preserving average consensus algorithm is to de-
sign the adding noise process (including the noise distribution
and the correlations among noises in different iterations), such
that the goal of (16) is achieved under (17).

B. Privacy Conditions of Consensus

We define the input and the output sequences of each node
i in privacy-preserving consensus algorithm (17) until iteration
k as

Iin
xi
(k) = {xi(0), θi(0), ..., θi(k)}, (18)

and

Iout
xi

(k) = {x+
i (0), ..., x

+
i (k)}, (19)

respectively. Then, Iin
x (k) = {x(0), θ(0), ..., θ(k)} is the sys-

tem input and Iout
x (k) = {x+(0), ..., x+(k)} is the system out-

put. Let the information set of the adding noises for node i
be Iin

inoise
(k) = {θi(0), ..., θi(k)}. Let fθi(k)(z) be the PDF of

θi(k). Then, we have Ra(PC) = Ω0
x ⊕Θ(0)⊕ ...⊕Θ(k)⊕ ...,

where ⊕ denotes the plus of two sets.
By referring to [28], we introduce the definition of (ε, δ)-

differential privacy for a consensus algorithm as follows.
Definition 4.1: A PC algorithm (17) is (ε, δ)-differentially

private if, for any pair x and y of σ-adjacent initial state vector
and any set O ⊆ Rn×∞,

Pr
{Iout

x (∞) ∈ O} ≤ eε Pr{Iout
y (∞) ∈ O}

+ δ. (20)

If δ = 0, we say that (17) is ε-differentially private.
First, we give the necessary condition of ε-differential privacy

for algorithm (17).
Theorem 4. 2: If algorithm (17) is ε-differentially private,

then ∀k ≥ 0, the random noise vector
∑k

l=0 W
k−lθ(l) should

satisfy conditions c1 and c2.
Then, the sufficient conditions of differential privacy for

algorithm (17) is obtained in the following theorem.
Theorem 4. 3: Suppose that the added noise sequence

θ(1), θ(2), ..., θ(k), ...., is independent from both θ(0) and x(0).
Then, if θ(0) satisfies conditions c1 and c2, algorithm (17) pro-
vides ε-differential privacy; if θ(0) satisfies (6) or (both (11) and
(12) simultaneously), algorithm (17) provides (ε, δ)-differential
privacy, where ε = log(cb) and δ satisfies (11).

C. Privacy Analysis of PC Algorithms

We first give the necessary condition of average consensus for
algorithm (17).

Theorem 4. 4: Using algorithm (17), if

Pr

{
lim
k→∞

x(k) = x̄

}
= 1, (21)

i.e., the average consensus is achieved almost surely, then

Pr

{
lim
k→∞

k−1∑
l=0

W k−lθ(l) = 0

}
= 1,

and Pr{limk→∞ Wθ(k) = 0} = 1, i.e., the added noise should
equal 0 or be the eigenvector of 0 when k → ∞.

Next, by comparing the necessary conditions of ε-differential
privacy and average consensus, an impossibility result is given
as follows.

Impossibility Result: From Theorem 4.4, one infers that the
added noise θ(k) should converge to 0 or the 0-eigenvector of
W , denoted byλ0, i.e., limk→∞ θ(k) = 0 or limk→∞ θ(k) = λ0.
Note that

lim
k→∞

k∑
l=0

W k−lθ(l) = lim
k→∞

[
k−1∑
l=0

W k−lθ(l) + θ(k)

]
.

Then, we have

Pr

{
lim
k→∞

k∑
l=0

W k−lθ(l) = 0 or λ0

}
= 1.

Thus, the conditions c1 and c2 no longer hold for the added noise∑k
l=0 W

k−lθ(l)when k → ∞. It contradicts with the necessary
condition in Theorem 4.2, and thus ε-differential privacy cannot
be guaranteed. It means that the necessary condition of differ-
ential privacy and the necessary condition of average consensus
are conflicted, which leads to the impossibility result. Hence,
using (17), nodes cannot simultaneously converge to the average
of their initial states and preserve ε-differential privacy of their
initial states.

The above impossibility result is proved by using the condi-
tions of differential privacy given in Theorem 3.1. It can also be
proved from the original definition of differential privacy, see
[28]. From our proof, however, it is found that the necessary
condition of differential privacy and the necessary condition of
average consensus are conflicted, which leads to the impossibil-
ity result.

Also, it is not difficult to analyze differential privacy of the
existing privacy-preserving consensus algorithm. For example,
in [26], [28], the privacy-preserving consensus algorithms are
designed by adding independent and Laplacian noise to the
consensus process, and thus the sufficient conditions in The-
orem 4.3 are satisfied. Hence, these privacy-preserving con-
sensus algorithms proposed in [26], [28] are ε-differentially
private, while the exact average consensus cannot be guaranteed
by these algorithms. In [30], the exponentially decaying and
zero-sum normal noises are adopted in the privacy-preserving
consensus algorithm. Since the sum of all added noises equals
0, the necessary condition in Theorem 4.2 cannot be satisfied.
Hence, the algorithm proposed in [30] is not ε-differentially
private. The authors used the disclosed subspace to quantify
the privacy, and proved that with the proposed algorithm, the
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Fig. 5. The consensus performance under different noise adding mechanisms.

disclosed space of an agent with m neighbors is of dimension
m+ 1. That is, as long as an agent cannot listen to agent i
and all its essential neighbors, it cannot estimate the initial
condition xi(0) perfectly. It means that the system parameters,
e.g., topology parameter, link weights, are also important to state
privacy. Katewa et al., in [38] have concerned the privacy of
topology and eigenvalues of the network, and designed the novel
noise adding mechanism to ensure the privacy. However, what
the fundamental relationships among these system parameters,
system dynamics, and the state privacy, and the tradeoff among
them, are still open issues. Next, we conduct the simulation to
compare the performance of consensus using different noises.
Figure 5 compares the performance of the consensus algorithm
by adding normal distributed, uniformly distributed, and Laplace
distributed noises, respectively. Where the noises are with zero
mean and exponentially decaying variance (decay ration is 0.9),
and added independently in each iteration. It is not difficult to
prove the convergence of the consensus algorithm with such
noises referring the results in existing work, e.g., [30], [31].
However, as shown in Fig. 5(a), it is found that the error between
the nodes’ states and the average will not converge to zero,
i.e., limk→∞

∑
i∈V | xi(k)− x̄ |�= 0. Then, 1,000 simulation

runs are conducted. The results are shown in Fig. 5(a). It is
observed that adding Laplace distribution noise resulting in the

worst performance in terms of the convergence accuracy (where
the accuracy is defined by limk→∞

∑
i∈V | xi(k)− x̄ |), since

it has the highest frequency distribution within the large error
interval. However, from Theorem 4.3, adding Laplace noise can
ensure ε-differential privacy while normal and uniformly noises
cannot, i.e., Laplace noise ensure the strongest privacy. There-
fore, it is a tradeoff between the privacy and the convergence
accuracy.

Remark 4. 5: In this paper, the differential privacy is consid-
ered in open-loop systems. Considering the differential privacy
in closed-loop control systems, it becomes more difficult since
the added noise will be involuted in the feedback which may
change the system stability, observability, and the controllability.
How to design the noise to maintain these performance while
ensuring the differential privacy, is challenging and still open,
and thus needs extensive further research. In a specific system,
if we can quantify how the system dynamics and outputs change
the distribution or decrease the uncertainty of the noise, then
we can use the obtained theorems to analyze the privacy of the
system states.

V. RELATED WORKS

The concept of differential privacy (including ε-differential
privacy and (ε, δ)-differential privacy) was first introduced by
Dwork et al. [2], [4]. Since then, differential privacy has attracted
substantial attention throughout computer science, control and
communication communities, including areas like deep learning
[9], optimization [8], [27], dynamic systems [24] and more.
There are also some other privacy definitions, e.g., identifiability
and mutual-information privacy, and we refer the readers to [36]
for the relationship among privacy concepts.

Dwork et al. [2] showed that the Laplacian mechanism, i.e.,
adding random noise with Laplace distribution proportional to
the global sensitivity of the query function to perturb the query
output, can preserve ε-differential privacy. Also, it was shown
that the exponential mechanism [11] and staircase mechanism
[12] can preserve ε-differential privacy for general query func-
tions. It was shown that adding random noise with Gaussian
distribution can preserve the (ε, δ)-differential privacy for both
real valued query functions [4] and infinite dimensional query
functions [15]. For the work on enforcing differential privacy in
optimization, linear programs are solved in a framework that
allows for keeping objective functions or constraints private
[7]. This work was extended by the authors of [8], and they
considered a similar setting wherein some affine objectives
with linearly constrained problems are solved while keeping the
privacy of the objective functions. To keep inputs private from an
adversary observing a system’s outputs, differential privacy has
been adapted to dynamical systems, which introduces the pri-
vacy concerns in the context of systems theory [24]. Wasserman
and Zhou in [34] proposed a statistical framework for differential
privacy, where the differential privacy is investigated from a
statistical perspective. Nissim et al. in [37] introduced a new
generic framework for private data analysis, which allows one
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to release functions f of the data with instance-specific additive
noise.

Recently, privacy issues are concerned in multi-agent systems,
and mainly investigating the privacy-preserving consensus prob-
lem and its applications [13], [14], [39], [40]. Theoretically, the
objective is to guarantee that the agents’ initial states (or objec-
tive functions) are private and the average consensus is achieved
[24], [26]–[30], [32]. In [27], the authors solved distributed con-
sensus problems while keeping the agents’ objective functions
private, and in [26] the same authors solved similar problems
while keeping the privacy of each agent’s initial state. In these
works, differential privacy is guaranteed by adding independent
and Laplacian noises to the consensus process. More recently,
Nozari et al. [28] obtained and proved an interesting impossi-
bility result that achieving average consensus and differential
privacy simultaneously is impossible by contradiction via the
definition of differential privacy. This result is also proved in
this paper by comparing the necessary conditions of differential
privacy and of the average consensus. More recently, the privacy
issue was concerned in cloud-based control [40], and Akyol
et al., [41] have considered the privacy in game theory. Hence,
more and more researchers have paid attention on the privacy
different theories and applications.

Different from the existing work, in this paper, we obtain a
necessary and sufficient condition of ε-differential privacy, and
the sufficient conditions of (ε, δ)-differential privacy. Thus, more
general properties of differential privacy are obtained, and they
can be used to analyze the random noise adding mechanism with
any distribution.

VI. CONCLUSION

In this paper, we provided different conditions of differential
privacy for a generally random noise mechanism. We obtained
the conditions for determining differential privacy of random
noise mechanism, followed by an application study on privacy-
preserving consensus algorithm. Specifically, considering a gen-
erally random noise adding mechanism, we obtained a necessary
and sufficient condition of ε-differential privacy, and two useful
sufficient conditions of (ε, δ)-differential privacy of the noise
adding mechanism. We also provided the estimations of the
upper bounds of the parameters ε and δ. Then, we showed
that the obtained theory provides efficient and simple criteria of
differential privacy using case studies. In addition, we applied
the obtained result to obtain the necessary condition and the
sufficient condition for the privacy-preserving consensus algo-
rithm, under which differential privacy is achieved.

There are still many open issues worth further investigation.
For example, in this paper, we focus on the privacy analysis, and
do not consider the accuracy of queries from statistical databases
under the random noise adding mechanism. How the distribu-
tion of the adding noise affect the accuracy of queries needs
further investigation. Meanwhile, the relationship between the
parameters in differential privacy (ε and δ), the parameters of the
PDF of the adding noise (mean and variance) also needs further
investigation.

APPENDIX A
PROOF FOR THEOREM 3.1

Proof: ⇐: We prove the necessity by contradiction.
First, we prove that (5) is a necessary condition. Assume that

there exists an interval [a, b] such that (5) holds for one i0. Then,
there ∃ interval [a, b], s.t.,

fθi0 (z) = 0, for z ∈ [a, b]; fθi0 (z) > 0, for z ∈ [b, c] (22)

with c > b or fθi0 (z) > 0 for z ∈ [c, a] with a > c. Without
loss of generality, suppose fθi(z) > 0 holds for z ∈ [b, c] in the
following proof.

Since the set of all possible values of every node’s state at
least contains an almost surely continuous interval, i.e., Ω is not
a discrete set, it follows that there exists a pair of σ-adjacent
state vector, x and y, satisfying xi0 = yi0 − σ1 and xi = yi
(when i �= i0), where 0 < σ1 ≤ b− a and σ1 ≤ σ. With (3),
we have A(xi0) = xi0 + θ and A(yi0) = yi0 + θ. Define a sub-
setOi0 = [yi0 + a, yi0 + b], which satisfiesOi0 ⊆ Ra(A(xi0)).
From (22), it follows that

Pr{A(xi0) ∈ Oi0} =

∫ yi0
+b

yi0
+a

fxi0
+θi0

(z)dz

=

∫ yi0
+b−xi0

yi0
+a−xi0

fθi0 (z)dz =

∫ b+σ1

a+σ1

fθi0 (z)dz

=

∫ b

a+σ1

fθi0 (z)dz +
∫ b+σ1

b

fθi0 (z)dz

≥
∫ b+σ1

b

fθi0 (z)dz > 0,

while

Pr{A(yi0) ∈ Oi0} =

∫ yi0
+b

yi0
+a

fyi0
+θi0

(z)dz

=

∫ b

a

fθi0 (z)dz = 0.

Hence, it follows that

Pr{A(x) ∈ O}
Pr{A(y) ∈ O}

=
Pr{A(xi0) ∈ Oi0}

∏n
i=1,i�=i0

Pr{A(xi) ∈ Oi}
Pr{A(yi0) ∈ Oi0}

∏n
i=1,i�=i0

Pr{A(yi) ∈ Oi}

=
Pr{A(xi0) ∈ Oi0}
Pr{A(yi0) ∈ Oi0}

= ∞, (23)

where Oi is the domain of the i-th element in O. It contradicts
with the definition of ε-differential privacy. Thus, one obtains
that (5) is a necessary condition if A is ε-differentially private.

Second, we prove that (6) is also a necessary condition.
Suppose that

sup
σ̂∈[−σ,σ],fθi (z) �=0

fθi+σ̂(z)

fθi(z)
= ∞,

Authorized licensed use limited to: UNIVERSITY OF VICTORIA. Downloaded on December 12,2020 at 05:38:40 UTC from IEEE Xplore.  Restrictions apply. 



4078 IEEE TRANSACTIONS ON SIGNAL PROCESSING, VOL. 68, 2020

which means that for any given large constant M , there ∃ z0 and
σ̂ ∈ [−σ, σ], s.t., fθi(z0) �= 0 and

fθi(z0 + σ̂)

fθi(z0)
≥ M.

We can assume that fθi0 (z) is a continuous function in a small
interval around z0 and around z0 + σ̂. Then, we have that there
exists a small positive constant ε0 such that

max
z∈[z0,z0+ε0]

fθi0 (z) ≤ 2fθi(z0)

and

min
z∈[z0+σ̂,z0+σ̂+ε0]

fθi0 (z) ≥ (M − 1)fθi(z0).

Then, we construct a pair of σ̂-adjacent state vector x and y
with xi0 = yi0 − σ̂ and xi = yi (when i �= i0). Define the set
O0

i0
= [yi0 + z0, yi0 + z0 + ε0], where ε0 ≤ σ̂. Based on (3),

we have

Pr{A(xi0) ∈ O0
i0
}

Pr{A(yi0) ∈ O0
i0
} =

∫ yi0
+z0+ε0

yi0
+z0

fxi0
+θi0

(z)dz∫ yi0
+z0+ε0

yi0
+z0

fyi0
+θi0

(z)dz

=

∫ z0+σ̂+ε0
z0+σ̂ fθi0 (z)dz∫ z0+ε0
z0

fθi0 (z)dz
≥ (M − 1)fθi(z0)ε0

2fθi(z0)ε0

≥ (M − 1)

2
.

Similar to (23), one infers that

Pr{A(x) ∈ O}
Pr{A(y) ∈ O} ≥ (M − 1)

2
.

Note that M could be an arbitrarily large constant, which im-
plies that A is not ε-differentially private. Hence, (8) is also a
necessary condition for ε-differentially private.
⇒: Next, we prove the sufficiency. Let Oi be the domain/set

of i-th element in O. Under (3), we have

Pr{A(x) ∈ O} = Pr{x+ θ ∈ O}

= Pr{xi0 + θi0 ∈ Oi0}
n∏

i=1,i�=i0

Pr{xi + θi ∈ Oi} (24)

and

Pr{A(y) ∈ O} = Pr{y + θ ∈ O}

= Pr{yi0 + θi0 ∈ Oi0}
n∏

i=1,i�=i0

Pr{yi + θi ∈ Oi}. (25)

Since xi = yi, i �= i0, we have
n∏

i=1,i�=i0

Pr{xi + θi ∈ Oi} =

n∏
i=1,i�=i0

Pr{yi + θi ∈ Oi}.

(26)

Meanwhile, with the condition c2, it follows

Pr{xi0 + θi0 ∈ Oi0} =

∮
Oi0

fxi0
+θi0

(z)dz

=

∮
Oi0

fyi0
−σ̂+θi0

(z)dz ≤
∮
Oi0

cbfyi0
+θi0

(z)dz

= cb Pr{yi0 + θi0 ∈ Oi0}, (27)

where we have used the fact of (6). Substituting (26) and (27)
into (24) yields

Pr{A(x) ∈ O} ≤ cb Pr{A(y) ∈ O}
= elog(cb) Pr{A(y) ∈ O}.

Thus, A is ε-differentially private with ε = log(cb). Note that in
condition c2, the bound cb depends on the adjacency parameter
σ, and clearly we have

sup
σ̂∈[−σ1,σ1],fθi (z) �=0

fθi+σ̂(z)

fθi(z)
≤ sup

σ̂∈[−σ2,σ2],fθi (z) �=0

fθi+σ̂(z)

fθi(z)

holds for σ1 ≤ σ2. It implies that cb is increasing with σ. �

APPENDIX B
PROOF FOR THEOREM 3.3

Proof: Suppose that there exists a bounded constant c0 ∈
(−∞,+∞), such that limz→c0 fθi0 (z) = 0. Since (5) holds, we
can set fθi0 (c0) = 0 and suppose that fθi0 (z) is a continuous
function in a small interval around c0. Then, there exists an
interval [c0, c1] and a small σ̂ ≤ c1−c0

2 such that

max
z∈[c0,c0+σ̂]

fθi0 (z) ≤ ε̂(σ̂), max
z∈[c0+σ̂,c1]

fθi0 (z) > ε̂(σ̂),

where ε̂(σ̂) satisfies limσ̂→0 ε̂(σ̂) = 0. Then, we construct a
pair of σ̂-adjacent state vector x and y with xi0 = yi0 − σ̂ and
xi = yi (when i �= i0). Define the set Ok

i0
= [yi0 + c0, yi0 +

c0 + σ̂(k)], where σ̂(k) ≤ σ̂. Based on (3), we have

Pr{A(xi0) ∈ Ok
i0
}

Pr{A(yi0) ∈ Ok
i0
} =

∫ yi0
+c0+σ̂(k)

yi0
+c0

fxi0
+θi0

(z)dz∫ yi0
+c0+σ̂(k)

yi0
+c0

fyi0
+θi0

(z)dz

=

∫ c0+σ̂+σ̂(k)

c0+σ̂ fθi0 (z)dz∫ c0+σ̂(k)

c0
fθi0 (z)dz

≥ ε̂(σ̂)σ̂(k)

ε̂(σ̂(k))σ̂(k)
≥ ε̂(σ̂)

ε̂(σ̂(k))
.

Let σ̂(k) → 0, one obtains

lim
σ̂(k)→0

Pr{A(xi0) ∈ Ok
i0
}

Pr{A(yi0) ∈ Ok
i0
} ≥ lim

σ̂(k)→0

ε̂(σ̂)

ε̂(σ̂(k))
= +∞,

which implies that A is not ε-differentially private. It leads to
a contradiction. Thus, (8) is a necessary condition when A is
ε-differentially private, which completes the proof. �

APPENDIX C
PROOF FOR THEOREM 3.4

Proof: Note that if (9) can guarantee both conditions c1 and
c2, then this theorem can be proved from Theorem 3.1.

First, we prove that (9) guarantees condition c2. By comparing
(6) and (9), we note that the constraint fθi(z) �= 0 in (6) is
removed in (9), which means that (9) provides a more general
result than (6). Hence, one infers that condition c2 is guaranteed
by (9) directly.
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Then, we prove that (9) can also guarantee condition c1.
First, suppose that c1 is not true, then there exists a continuous
interval such that fθi(z) = 0 for z in this interval. Second, since
fθi(z) is a PDF of a random variable, we have fθi(z) ≥ 0 and∫∞
−∞ fθi(z)dz = 1. Thus, there exists a continuous interval such

that fθi(z) > 0 holds in this interval. Then, we further infer that
there exist two continuous intervals (a, b) and (b, c) such that
fθi(z) = 0 for z ∈ (a, b) and fθi(z) > 0 for z ∈ (b, c). It means
that

sup
σ̂∈[−σ,σ]

fθi+σ̂(z)

fθi(z)
≥ sup

σ̂∈[−σ,σ]

fθi(b+
σ̂
2 )

fθi(b− σ̂
2 )

= ∞, (28)

which leads to a contradiction. Therefore, we have that c1 is also
true under (9). �

APPENDIX D
PROOF FOR THEOREM 3.5

Proof: Similarly, assume the σ-Adjacency state vectors x
and y satisfy yi0 = xi0 + σ and xi = yi, i �= i0, and define Ol

to be the l-th column element of O for l = 1, ..., n. Then, we
have that (24), (25) and (26) still hold true.

First, we consider the case that the condition c1 is not true.
Then, (27) no longer holds but we obtain

Pr{xi0 + θi0 ∈ Oi0} =

∮
Oi0

fxi0
+θi0

(z)dz

=

∮
Oi0

fyi0
−σ+θi0

(z)dz ≤
∮
Oi0

cbfyi0
+θi0

(z)dz

+

∮
{Φ0

i0
+yi0

}∩Oi0

fyi0
−σ+θi0

(z)dz

≤ cb Pr{yi0 + θi0 ∈ Oi0}+
∮
{Φ0

i0
+yi0

}
fyi0

−σ+θi0
(z)dz

≤ cb Pr{yi0 + θi0 ∈ Oi0}+
∮
Φ0

i0

fθi0 (z + σ)dz, (29)

where we have used the fact that fθi0−σ(z) = fθi0 (z + σ).
Then, one infers from (24), (25), (26) and (29) that

Pr{A(x) ∈ O} =

n∏
l=1

Pr{A(xl) ∈ Ol}

= Pr{A(xi0) ∈ Oi0}
n∏

l=1,l �=i0

Pr{A(xl) ∈ Ol}

≤ cb Pr{A(yi0) ∈ Oi0}
n∏

l=1,l �=i0

Pr{A(yl) ∈ Ol}

+

∮
Φ0

i0

fθi0 (z + σ)dz
n∏

l=1,l �=i0

Pr{A(yl) ∈ Ol}

≤ cb Pr{A(y) ∈ O}+max
i∈V

∮
Φ0

i

fθi(z + σ)dz,

which means that A is (ε, δ)-differentially private.

Next, if c1 holds, it is not difficult to obtain that

δ = max
i∈V

∮
Φ0

i

fθi(z + σ)dz = 0,

i.e., A is ε-differentially private. �

APPENDIX E
PROOF FOR THEOREM 3.6

Proof: Given any σ-adjacent state vectors x and y satisfying
xi0 = yi0 − σ and xi = yi (when i �= i0), we have

Pr{A(x) ∈ O} =
n∏

l=1

Pr{A(xl) ∈ Ol}

= Pr{A(xi0) ∈ Oi0}
n∏

l=1,l �=i0

Pr{A(xl) ∈ Ol}

≤ [Pr{A(xi0) ∈ Oi0 |θ ∈ Θ0}+ Pr{A(xi0) ∈ Oi0 |θ ∈ Θ1}]

×
n∏

l=1,l �=i0

Pr{A(yl) ∈ Ol}

≤ cb Pr{A(yi0) ∈ Oi0}
n∏

l=1,l �=i0

Pr{A(yl) ∈ Ol}

+

∮
Θ0

fθi(z)dz
n∏

l=1,l �=i0

Pr{A(yl) ∈ Ol}

≤ cb Pr{A(y) ∈ O}+ δ.

Thus, we have completed the proof. �

APPENDIX F
PROOF FOR THEOREM 4.2

Proof: Let On×k ⊆ Rn×k for k > 0 and On×0 ⊆ Rn for
k = 0. For any pair x and y of σ-adjacent initial state vectors,
we have

Pr{Iout
x (∞) ∈ O} ≤ eε Pr{Iout

y (∞) ∈ O}, ∀O ⊆ Rn×∞

⇔ Pr{Iout
x (k) ∈ On×k} ≤ eε Pr{Iout

y (k) ∈ On×k},
(30)

∀k ≥ 0,On×k ⊆ Rn×k

⇒ Pr{x+(k) ∈ On×1} ≤ eε Pr{y+(k) ∈ On×1},
∀k ≥ 0,On×k ⊆ Rn×k. (31)

From (17), we have

x+(k) = x(k) + θ(k)

= W [x(k − 1) + θ(k − 1)] + θ(k)

= W kx(0) +
k∑

l=0

W k−lθ(l)

= x(0) + (W k − I)x(0) +

k∑
l=0

W k−lθ(l), (32)
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where I is an identity matrix. From (30), (32) and Theorem 3.1,
we infer that (W k − I)z +

∑k
l=0 W

k−lθ(l), z = x, y should
satisfy conditions c1 and c2 for any σ-adjacent state vectors
x and y. It follows that

∑k
l=0 W

k−lθ(l) satisfies conditions c1
and c2. �

APPENDIX G
PROOF FOR THEOREM 4.3

Proof: Given any O ⊆ Rn×∞, we let Oι
l be the set of the

l-th to ι-th column vectors of O for l, ι ∈ N+. Then,

Pr{Iout
x (∞) ∈ O}

= Pr{x+(0) ∈ O1
1}Pr{Iout

x (1,∞) ∈ O∞
2 |x+(0) ∈ O1

1}

=

∮
O1

1

fθ(0)(z − x) Pr{Iout
x (1,∞) ∈ O∞

2 |z}dz

and

Pr{Iout
y (∞) ∈ O}

= Pr{y+(0) ∈ O1
1}Pr{Iout

y (1,∞) ∈ O∞
2 |y+(0) ∈ O1

1}

=

∮
O1

1

fθ(0)(z − y) Pr{Iout
y (1,∞) ∈ O∞

2 |z}dz

Since θ(1), θ(2), ..., θ(k), ...., are independent from both θ(0)
and x(0), for any given same vector z, we have

Pr{Iout
x (1,∞) ∈ O∞

2 |z} = Pr{Iout
y (1,∞) ∈ O∞

2 |z}.
When θ(0) satisfies conditions c1 and c2, we have∮

O1
1

fθ(0)(z − x) Pr{Iout
x (1,∞) ∈ O∞

2 |z}dz

=

∮
O1

1

fθ(0)(z − y + σ) Pr{Iout
x (1,∞) ∈ O∞

2 |z}dz

=

∮
O1

1

fθi0 (0)(zi0 − yi0 + σi0)

n∏
i=1,i�=i0

fθi(0)(zi − yi)

× Pr{Iout
x (1,∞) ∈ O∞

2 |z}dz

≤
∮
O1

1

cbfθ(0)(z − y) Pr{Iout
y (1,∞) ∈ O∞

2 |z}dz,

whereσ ∈ Rn is a vector withσio = σ and all the other elements
equal to 0, which means that

Pr{Iout
x (∞) ∈ O} ≤ eε Pr{Iout

y (∞) ∈ O}.
Thus, (17) provides ε-differential privacy.

When θ(0) satisfies (6), we have∮
O1

1

fθ(0)(z − x) Pr{Iout
x (1,∞) ∈ O∞

2 |z}dz

≤
∮
O1

1

cbfθ(0)(z − y) Pr{Iout
y (1,∞) ∈ O∞

2 |z}dz

+

∮
Ô1

1

fθ(0)(z − x) Pr{Iout
y (1,∞) ∈ O∞

2 |z}dz

≤
∮
O1

1

cbfθ(0)(z − y) Pr{Iout
y (1,∞) ∈ O∞

2 |z}dz

+

∮
Ô1

1

fθ(0)(z − x)dz

where Ô1
1 = {z|z ∈ O1

1, fθi0 (0)(zi0 − yi0) = 0, fθi0 (0)(zi0 −
xi0) �= 0}. Then, we have

Pr{Iout
x (∞) ∈ O} ≤ eε Pr{Iout

y (∞) ∈ O}+ δ.

Thus, (17) provides (ε, δ)-differential privacy.
If θ(0) satisfies both (11) and (12) simultaneously, then there

also exists Θ0 and Θ1 such that θ(0) + x satisfies (11) and (12).
Hence, we have

Pr{Iout
x (∞) ∈ O}

=

∮
O1

1

fθ(0)(z − x) Pr{Iout
x (1,∞) ∈ O∞

2 |z}dz

=

∮
O1

1∩Θ0

fθ(0)(z − x) Pr{Iout
x (1,∞) ∈ O∞

2 |z}dz

+

∮
O1

1∩Θ1

fθ(0)(z − x) Pr{Iout
x (1,∞) ∈ O∞

2 |z}dz

≤
∮
Θ0

fθ(0)(z − x)dz

+ cb

∮
O1

1∩Θ1

fθ(0)(z − y) Pr{Iout
y (1,∞) ∈ O∞

2 |z}dz

≤ δ + log(cb) Pr{Iout
y (∞) ∈ O}.

It means that (17) provides (ε, δ)-differential privacy.
Thus, we have completed the proof. �

APPENDIX H
PROOF FOR THEOREM 4.4

Proof: Under algorithm (17), we have

lim
k→∞

x(k) = lim
k→∞

[
W kx(0) +

k−1∑
l=0

W k−lθ(l)

]

= lim
k→∞

W kx(0) + lim
k→∞

k−1∑
l=0

W k−lθ(l)

= x̄+ lim
k→∞

k−1∑
l=0

W k−lθ(l),

where set
∑−1

l=1(·) = 0. Then, from (21), it follows that

Pr

{
lim
k→∞

k−1∑
l=0

W k−lθ(l) = 0} = Pr{ lim
k→∞

[x(k)− x̄] = 0

}

= 1.

Then, note that when
∑k−1

l=0 W k−lθ(l) = 0, we have Wθ(∞) =
0. Hence, we have Pr{limk→∞ Wθ(k) = 0} = 1. �

Authorized licensed use limited to: UNIVERSITY OF VICTORIA. Downloaded on December 12,2020 at 05:38:40 UTC from IEEE Xplore.  Restrictions apply. 



HE et al.: DIFFERENTIAL PRIVATE NOISE ADDING MECHANISM AND ITS APPLICATION ON CONSENSUS ALGORITHM 4081

ACKNOWLEDGMENT

The authors would like to thank the editor and the anonymous
reviewers for their constructive comments. The authors would
also like to thank Chengcheng Zhao for her discussions on this
article.

REFERENCES

[1] J. He and L. Cai, “Differential private noise adding mechanism: basic
conditions and its applicationin,” in Proc. IEEE Conf. Amer. Control Conf.,
2017, pp. 1673–1678.

[2] C. Dwork, “Differential privacy,” in Automata, Languages and Program-
ming. Berlin, Germany: Springer, 2006, pp. 1–12.

[3] Q. Geng and P. Viswanath, “The optimal noise-adding mechanism in
differential privacy,” IEEE Trans. Inf. Theory, vol. 62, no. 2, pp. 925–951,
Feb. 2016.

[4] C. Dwork, “Differential privacy: A survey of results,” in Theory and
Applications of Models of Computation, in Lecture Notes in Computer
Science, M. Agrawal, D. Du, Z. Duan, and A. Li, Eds., Berlin, Germany:
Springer, 2008, pp. 1–19.

[5] C. Dwork and A. Roth, “The algorithmic foundations of differential
privacy,” Found. Trends Theoret. Comput. Sci., vol. 9, no. 3-4, pp. 211–407,
2014.

[6] J. Cortes, G. Dullerud, S. Han, J. L. Ny, S. Mitra, and G. J. Pappas,
“Differential privacy in control and network systems,” in Proc. IEEE 55th
Conf. Decision Control, 2016, pp. 4252–4272.

[7] J. Hsu, A. Roth, T. Roughgarden, and J. Ullman, “Privately solving
linear programs,” in Automata, Languages, and Programming, in Lecture
Notes in Computer Science, J. Esparza, P. Fraigniaud, T. Husfeldt, and E.
Koutsoupias, Eds., Berlin, Germany: Springer, 2014.

[8] S. Han, U. Topcu, and G. Pappas, “Differentially private convex optimiza-
tion with piecewise affine objectives,” in Proc. 53rd IEEE Conf. Decision
Control, 2014, pp. 2160–2166.

[9] M. Abadi et al., “Deep Learning with differential privacy,” in Proc. ACM
Conf. Comput. Commun. Secur., 2016, pp. 308–318.

[10] G. Barthe, M. Gaboardi, B. Gregoire, J. Hsu, and P. Strub, “Advanced prob-
abilistic couplings for differential privacy,” in Proc. 23rd ACM SIGSAC
Conf. Comput. Commun. Secur., 2016, pp. 55–67.

[11] F. McSherry and Talwar, “Mechanism design via differential pri-
vacy,” in Proc. 48th Annu. IEEE Symp. Found. Comput. Sci., 2007,
pp. 94–103.

[12] Q. Geng, P. Kairouz, S. Oh, and P. Viswanath, “The staircase mechanism
in differential privacy,” IEEE J. Sel. Topics Signal Process., vol. 9, no. 7,
pp. 1176–1184, Oct. 2015.

[13] C. Zhao, J. Chen, J. He, and P. Cheng, “Privacy-preserving consensus-
based energy management in smart grids,” IEEE Trans. Signal Process.,
vol. 66, no. 23, pp. 6162–6176, Dec. 2018.

[14] X. Wang, J. He, P. Cheng, and J. Chen, “Privacy preserving collabora-
tive computing: Heterogeneous privacy guarantee and efficient incentive
mechanism,” IEEE Trans. Signal Process., vol. 67, no. 1, pp. 221–233,
Jan. 2019.

[15] R. Hall, A. Rinaldo, and L. Wasserman, “Differential privacy for functions
and functional data,” J. Mach. Learn. Res., vol. 14, no. 2, pp. 703–727,
2013.

[16] R. Olfati-Saber, J. A. Fax, and R. M. Murray, “Consensus and coop-
eration in networked multi-agent systems,” Proc. IEEE, vol. 95, no. 1,
pp. 215–233, Jan. 2007.

[17] A. Olshevsky and J. Tsitsiklis, “Convergence speed in distributed consen-
sus and averaging,” SIAM J. Control Optim., vol. 48, no. 1, pp. 33–55,
2009.

[18] I. Matei, J. Baras, and C. Somarakis, “Convergence results for the linear
consensus problem under markovian random graphs,” SIAM J. Control
Optim., vol. 51, no. 2, pp. 1574–1591, 2013.

[19] C. Zhao, J. He, P. Cheng and J. Chen, “Consensus-based energy manage-
ment in smart grid with transmission losses and directed communication,”
IEEE Trans. Smart Grid, vol. 8, no. 5, pp. 2049–2061, Sep. 2017.

[20] J. He, L. Duan, F. Hou, P. Cheng, and J. Chen, “Multi-period scheduling
for wireless sensor networks: A distributed consensus approach,” IEEE
Trans. Signal Process., vol. 63, no. 7, pp. 1651–1663, Apr. 2015.

[21] L. Schenato and F. Fiorentin, “Average timesynch: A consensus-based pro-
tocol for clock synchronization in wireless sensor networks,” Automatica,
vol. 47, no. 9, pp. 1878–1886, 2011.

[22] R. Carli and S. Zampieri, “Network clock synchronization based on the
second order linear consensus algorithm,” IEEE Trans. Automat. Control,
vol. 59, no. 2, pp. 409–422, Feb. 2014.

[23] J. He, P. Cheng, L. Shi, and J. Chen, “Time synchronization in WSNs:
A maximum value based consensus approach,” IEEE Trans. Automat.
Control, vol. 59, no. 3, pp. 660–674, Mar. 2014.

[24] J. L. Ny and G. Pappas, “Differentially private filtering,” IEEE Trans.
Automat. Control, vol. 59, no. 2, pp. 341–354, Feb. 2014.

[25] S. Han, U. Topcu, and G. Pappas, “Differentially private distributed
constrained optimization,” IEEE Trans. Automat. Control, vol. 62, no. 1,
pp. 50–64, Jan. 2017.

[26] Z. Huang, S. Mitra, and G. Dullerud, “Differentially private iterative
synchronous consensus,” in Proc. ACM Workshop Privacy Electron. Soc.,
2012, pp. 81–90.

[27] Z. Huang, S. Mitra, and N. Vaidya, “Differentially private distributed
optimization,” in Proc. Int. Conf. Distrib. Comput. Netw., 2015, pp. 1–10.

[28] E. Nozari, P. Tallapragada, and J. Cortes, “Differentially private average
consensus: Obstructions, trade-offs, and optimal algorithm design,” Auto-
matica, vol. 81, pp. 221–231, 2017.

[29] N. Manitara and C. Hadjicostis, “Privacy-preserving asymptotic average
consensus,” in Proc. IEEE Eur. Control Conf., 2013, pp. 760–765.

[30] Y. Mo and R. Murray, “Privacy preserving average consensus,” IEEE
Trans. Automat. Control, vol. 62, no. 2, pp. 753–765, Feb. 2017.

[31] J He, L Cai, P Cheng, J Pan, L Shi, “Consensus-based data-privacy
preserving data aggregation,” IEEE Trans. Automat. Control, vol. 64,
no. 12, pp. 5222–5229, Dec. 2019.

[32] M. Ruan, H. Gao, and Y. Wang, “Secure and privacy-preserving con-
sensus,” IEEE Trans. Automat. Control, vol. 64, no. 10, pp. 4035–4049,
Oct. 2019.

[33] M. DeGroot, “Reaching a consensus,” J. Amer. Statistical Assoc., vol. 69,
no. 345, pp. 118–121, 1974.

[34] L. Wasserman and S. Zhou, “A statistical framework for differential
privacy,” J. Amer. Statistical Assoc., vol. 105, no. 489, pp. 375–389, 2010.

[35] A. Olshevsky and J. Tsitsiklis, “Convergence speed in distributed consen-
sus and averaging,” SIAM Rev., vol. 53, no. 4, pp. 747–772, 2011.

[36] W. Wang, L. Ying, and J. Zhang, “On the relation between identifiability,
differential privacy, and mutual-information privacy,” IEEE Trans. Inf.
Theory, vol. 62, no. 9, pp. 5018–5029, Sep. 2016.

[37] K. Nissim, S. Raskhodnikova, and A. Smith, “Smooth sensitivity and
sampling in private data analysis,” in Proc. ACM Symp. Theory Comput.,
2007, pp. 75–84.

[38] V. Katewa, A. Chakrabortty, and V. Gupta, “Protecting privacy of topology
in consensus networks,” in Proc. IEEE Conf. Amer. Control Conf., 2015,
pp. 2476–2481.

[39] Y. Liu, J. Liu, and T. Basar, “Differentially private gossip gradient descent,”
in Proc. IEEE Conf. Decision Control, 2018, pp. 2777–2782.

[40] T. Tanaka, M. Skoglund, H. Sandberg, and K. Johansson, “Directed
information and privacy loss in cloud-based control,” in Proc. IEEE Conf.
Amer. Control Conf., 2017, pp. 1666–1672.

[41] E. Akyol, C. Langbort, and T. Basar, “Networked estimation-privacy
games,” in Proc. IEEE GlobalSIP, 2017, pp. 507–510.

Jianping He (Senior Member, IEEE) received the
Ph.D. degree in control science and engineering from
Zhejiang University, Hangzhou, China, in 2013, and
had been a Research Fellow in the Department of
Electrical and Computer Engineering at University of
Victoria, Canada, from Dec. 2013 to Mar. 2017. He is
currently an Associate Professor in the Department
of Automation at Shanghai Jiao Tong University.
His research interests mainly include the distributed
learning, control and optimization, security and pri-
vacy in network systems.

Dr. He serves as an Associate Editor for IEEE OPEN JOURNAL OF VEHICULAR

TECHNOLOGY and KSII Trans. Internet and Information Systems. He was also a
Guest Editor of IEEE TRANSACTIONS ON AUTOMATIC CONTROL, International
Journal of Robust and Nonlinear Control, etc. He was the winner of Outstanding
Thesis Award, Chinese Association of Automation, 2015. He received the best
paper award from IEEE WCSP’17, the best conference paper award from IEEE
PESGM’17, and was a finalist for the best student paper award from IEEE
ICCA’17.

Authorized licensed use limited to: UNIVERSITY OF VICTORIA. Downloaded on December 12,2020 at 05:38:40 UTC from IEEE Xplore.  Restrictions apply. 



4082 IEEE TRANSACTIONS ON SIGNAL PROCESSING, VOL. 68, 2020

Lin Cai (Fellow, IEEE) received the M.A.Sc. and
Ph.D. degrees (awarded Outstanding Achievement in
Graduate Studies) in electrical and computer engi-
neering from the University of Waterloo, Waterloo,
Canada, in 2002 and 2005, respectively. Since 2005,
she has been with the Department of Electrical &
Computer Engineering at the University of Victoria,
where she is currently a Professor. She is an NSERC
E.W.R. Steacie Memorial Fellow. Her research in-
terests span several areas in communications and
networking, with a focus on network protocol and

architecture design supporting emerging multimedia traffic and the Internet of
Things.

She was a recipient of the NSERC Discovery Accelerator Supplement (DAS)
Grants in 2010 and 2015, respectively, and the best paper awards of IEEE ICC
2008 and IEEE WCNC 2011. She has co-founded and chaired the IEEE Victoria
Section Vehicular Technology and Communications Joint Societies Chapter.
She has been elected to serve the IEEE Vehicular Technology Society Board
of Governors, 2019 - 2021. She has served as an Area Editor for IEEE TRANS-
ACTIONS ON VEHICULAR TECHNOLOGY, a member of the Steering Committee
of the IEEE TRANSACTIONS ON BIG DATA (TBD) and IEEE TRANSACTIONS

ON CLOUD COMPUTING (TCC), an Associate Editor of the IEEE INTERNET

OF THINGS JOURNAL, IEEE TRANSACTIONS ON WIRELESS COMMUNICATIONS,
IEEE TRANSACTIONS ON VEHICULAR TECHNOLOGY, IEEE TRANSACTIONS ON

COMMUNICATIONS, EURASIP Journal on Wireless Communications and Net-
working, International Journal of Sensor Networks, and Journal of Communi-
cations and Networks (JCN), and as the Distinguished Lecturer of the IEEE
VTS Society. She has served as a TPC co-chair for IEEE VTC2020-Fall, and
a TPC symposium co-chair for IEEE Globecom’10 and Globecom’13. She is a
Registered Professional Engineer in British Columbia, Canada.

Xinping Guan (Fellow, IEEE) received the B.S. de-
gree in mathematics from Harbin Normal University,
Harbin, China, in 1986, and the Ph.D. degree in con-
trol science and engineering from the Harbin Institute
of Technology, Harbin, China, in 1999.

He is currently a Chair Professor of Shanghai Jiao
Tong University, China, where he is the Deputy Di-
rector of University Research Management Office,
and the Director of the Key Laboratory of Systems
Control and Information Processing, Ministry of Ed-
ucation of China. Before that, he was the Professor

and Dean of Electrical Engineering, Yanshan University, China.
Dr. Guan’s current research interests include industrial cyber-physical sys-

tems, wireless networking and applications in smart city and smart factory, and
underwater sensor networks. He has authored/coauthored four research mono-
graphs, more than 270 papers in IEEE Transactions and other peer-reviewed
journals, and numerous conference papers. As a Principal Investigator, he
has finished/been working on many national key projects. He is the Leader
of the prestigious Innovative Research Team of the National Natural Science
Foundation of China (NSFC). Dr. Guan is an Executive Committee Member of
Chinese Automation Association Council and the Chinese Artificial Intelligence
Association Council. He was elevated to IEEE Fellow in 2017. He received the
First Prize of Natural Science Award from the Ministry of Education of China
in both 2006 and 2016, and the Second Prize of the National Natural Science
Award of China in 2008. He was a recipient of the “IEEE Transactions on Fuzzy
Systems Outstanding Paper Award” in 2008. He is a “National Outstanding
Youth” honored by NSF of China, “Changjiang Scholar” by the Ministry of
Education of China, and State-Level Scholar of New Century Bai Qianwan
Talent Program of China.

Authorized licensed use limited to: UNIVERSITY OF VICTORIA. Downloaded on December 12,2020 at 05:38:40 UTC from IEEE Xplore.  Restrictions apply. 



<<
  /ASCII85EncodePages false
  /AllowTransparency false
  /AutoPositionEPSFiles true
  /AutoRotatePages /None
  /Binding /Left
  /CalGrayProfile (Gray Gamma 2.2)
  /CalRGBProfile (sRGB IEC61966-2.1)
  /CalCMYKProfile (U.S. Web Coated \050SWOP\051 v2)
  /sRGBProfile (sRGB IEC61966-2.1)
  /CannotEmbedFontPolicy /Warning
  /CompatibilityLevel 1.4
  /CompressObjects /Off
  /CompressPages true
  /ConvertImagesToIndexed true
  /PassThroughJPEGImages true
  /CreateJobTicket false
  /DefaultRenderingIntent /Default
  /DetectBlends true
  /DetectCurves 0.0000
  /ColorConversionStrategy /sRGB
  /DoThumbnails true
  /EmbedAllFonts true
  /EmbedOpenType false
  /ParseICCProfilesInComments true
  /EmbedJobOptions true
  /DSCReportingLevel 0
  /EmitDSCWarnings false
  /EndPage -1
  /ImageMemory 1048576
  /LockDistillerParams true
  /MaxSubsetPct 100
  /Optimize true
  /OPM 0
  /ParseDSCComments false
  /ParseDSCCommentsForDocInfo true
  /PreserveCopyPage true
  /PreserveDICMYKValues true
  /PreserveEPSInfo false
  /PreserveFlatness true
  /PreserveHalftoneInfo true
  /PreserveOPIComments false
  /PreserveOverprintSettings true
  /StartPage 1
  /SubsetFonts false
  /TransferFunctionInfo /Remove
  /UCRandBGInfo /Preserve
  /UsePrologue false
  /ColorSettingsFile ()
  /AlwaysEmbed [ true
    /Algerian
    /Arial-Black
    /Arial-BlackItalic
    /Arial-BoldItalicMT
    /Arial-BoldMT
    /Arial-ItalicMT
    /ArialMT
    /ArialNarrow
    /ArialNarrow-Bold
    /ArialNarrow-BoldItalic
    /ArialNarrow-Italic
    /ArialUnicodeMS
    /BaskOldFace
    /Batang
    /Bauhaus93
    /BellMT
    /BellMTBold
    /BellMTItalic
    /BerlinSansFB-Bold
    /BerlinSansFBDemi-Bold
    /BerlinSansFB-Reg
    /BernardMT-Condensed
    /BodoniMTPosterCompressed
    /BookAntiqua
    /BookAntiqua-Bold
    /BookAntiqua-BoldItalic
    /BookAntiqua-Italic
    /BookmanOldStyle
    /BookmanOldStyle-Bold
    /BookmanOldStyle-BoldItalic
    /BookmanOldStyle-Italic
    /BookshelfSymbolSeven
    /BritannicBold
    /Broadway
    /BrushScriptMT
    /CalifornianFB-Bold
    /CalifornianFB-Italic
    /CalifornianFB-Reg
    /Centaur
    /Century
    /CenturyGothic
    /CenturyGothic-Bold
    /CenturyGothic-BoldItalic
    /CenturyGothic-Italic
    /CenturySchoolbook
    /CenturySchoolbook-Bold
    /CenturySchoolbook-BoldItalic
    /CenturySchoolbook-Italic
    /Chiller-Regular
    /ColonnaMT
    /ComicSansMS
    /ComicSansMS-Bold
    /CooperBlack
    /CourierNewPS-BoldItalicMT
    /CourierNewPS-BoldMT
    /CourierNewPS-ItalicMT
    /CourierNewPSMT
    /EstrangeloEdessa
    /FootlightMTLight
    /FreestyleScript-Regular
    /Garamond
    /Garamond-Bold
    /Garamond-Italic
    /Georgia
    /Georgia-Bold
    /Georgia-BoldItalic
    /Georgia-Italic
    /Haettenschweiler
    /HarlowSolid
    /Harrington
    /HighTowerText-Italic
    /HighTowerText-Reg
    /Impact
    /InformalRoman-Regular
    /Jokerman-Regular
    /JuiceITC-Regular
    /KristenITC-Regular
    /KuenstlerScript-Black
    /KuenstlerScript-Medium
    /KuenstlerScript-TwoBold
    /KunstlerScript
    /LatinWide
    /LetterGothicMT
    /LetterGothicMT-Bold
    /LetterGothicMT-BoldOblique
    /LetterGothicMT-Oblique
    /LucidaBright
    /LucidaBright-Demi
    /LucidaBright-DemiItalic
    /LucidaBright-Italic
    /LucidaCalligraphy-Italic
    /LucidaConsole
    /LucidaFax
    /LucidaFax-Demi
    /LucidaFax-DemiItalic
    /LucidaFax-Italic
    /LucidaHandwriting-Italic
    /LucidaSansUnicode
    /Magneto-Bold
    /MaturaMTScriptCapitals
    /MediciScriptLTStd
    /MicrosoftSansSerif
    /Mistral
    /Modern-Regular
    /MonotypeCorsiva
    /MS-Mincho
    /MSReferenceSansSerif
    /MSReferenceSpecialty
    /NiagaraEngraved-Reg
    /NiagaraSolid-Reg
    /NuptialScript
    /OldEnglishTextMT
    /Onyx
    /PalatinoLinotype-Bold
    /PalatinoLinotype-BoldItalic
    /PalatinoLinotype-Italic
    /PalatinoLinotype-Roman
    /Parchment-Regular
    /Playbill
    /PMingLiU
    /PoorRichard-Regular
    /Ravie
    /ShowcardGothic-Reg
    /SimSun
    /SnapITC-Regular
    /Stencil
    /SymbolMT
    /Tahoma
    /Tahoma-Bold
    /TempusSansITC
    /TimesNewRomanMT-ExtraBold
    /TimesNewRomanMTStd
    /TimesNewRomanMTStd-Bold
    /TimesNewRomanMTStd-BoldCond
    /TimesNewRomanMTStd-BoldIt
    /TimesNewRomanMTStd-Cond
    /TimesNewRomanMTStd-CondIt
    /TimesNewRomanMTStd-Italic
    /TimesNewRomanPS-BoldItalicMT
    /TimesNewRomanPS-BoldMT
    /TimesNewRomanPS-ItalicMT
    /TimesNewRomanPSMT
    /Times-Roman
    /Trebuchet-BoldItalic
    /TrebuchetMS
    /TrebuchetMS-Bold
    /TrebuchetMS-Italic
    /Verdana
    /Verdana-Bold
    /Verdana-BoldItalic
    /Verdana-Italic
    /VinerHandITC
    /Vivaldii
    /VladimirScript
    /Webdings
    /Wingdings2
    /Wingdings3
    /Wingdings-Regular
    /ZapfChanceryStd-Demi
    /ZWAdobeF
  ]
  /NeverEmbed [ true
  ]
  /AntiAliasColorImages false
  /CropColorImages true
  /ColorImageMinResolution 150
  /ColorImageMinResolutionPolicy /OK
  /DownsampleColorImages false
  /ColorImageDownsampleType /Bicubic
  /ColorImageResolution 900
  /ColorImageDepth -1
  /ColorImageMinDownsampleDepth 1
  /ColorImageDownsampleThreshold 1.00111
  /EncodeColorImages true
  /ColorImageFilter /DCTEncode
  /AutoFilterColorImages false
  /ColorImageAutoFilterStrategy /JPEG
  /ColorACSImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /ColorImageDict <<
    /QFactor 0.40
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /JPEG2000ColorACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /JPEG2000ColorImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /AntiAliasGrayImages false
  /CropGrayImages true
  /GrayImageMinResolution 150
  /GrayImageMinResolutionPolicy /OK
  /DownsampleGrayImages false
  /GrayImageDownsampleType /Bicubic
  /GrayImageResolution 1200
  /GrayImageDepth -1
  /GrayImageMinDownsampleDepth 2
  /GrayImageDownsampleThreshold 1.00083
  /EncodeGrayImages true
  /GrayImageFilter /DCTEncode
  /AutoFilterGrayImages false
  /GrayImageAutoFilterStrategy /JPEG
  /GrayACSImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /GrayImageDict <<
    /QFactor 0.40
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /JPEG2000GrayACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /JPEG2000GrayImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /AntiAliasMonoImages false
  /CropMonoImages true
  /MonoImageMinResolution 1200
  /MonoImageMinResolutionPolicy /OK
  /DownsampleMonoImages false
  /MonoImageDownsampleType /Bicubic
  /MonoImageResolution 1600
  /MonoImageDepth -1
  /MonoImageDownsampleThreshold 1.00063
  /EncodeMonoImages true
  /MonoImageFilter /CCITTFaxEncode
  /MonoImageDict <<
    /K -1
  >>
  /AllowPSXObjects false
  /CheckCompliance [
    /None
  ]
  /PDFX1aCheck false
  /PDFX3Check false
  /PDFXCompliantPDFOnly false
  /PDFXNoTrimBoxError true
  /PDFXTrimBoxToMediaBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXSetBleedBoxToMediaBox true
  /PDFXBleedBoxToTrimBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXOutputIntentProfile (None)
  /PDFXOutputConditionIdentifier ()
  /PDFXOutputCondition ()
  /PDFXRegistryName ()
  /PDFXTrapped /False

  /CreateJDFFile false
  /Description <<
    /CHS <FEFF4f7f75288fd94e9b8bbe5b9a521b5efa7684002000410064006f006200650020005000440046002065876863900275284e8e55464e1a65876863768467e5770b548c62535370300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c676562535f00521b5efa768400200050004400460020658768633002>
    /CHT <FEFF4f7f752890194e9b8a2d7f6e5efa7acb7684002000410064006f006200650020005000440046002065874ef69069752865bc666e901a554652d965874ef6768467e5770b548c52175370300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c4f86958b555f5df25efa7acb76840020005000440046002065874ef63002>
    /DAN <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>
    /DEU <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>
    /ESP <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>
    /FRA <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>
    /ITA (Utilizzare queste impostazioni per creare documenti Adobe PDF adatti per visualizzare e stampare documenti aziendali in modo affidabile. I documenti PDF creati possono essere aperti con Acrobat e Adobe Reader 5.0 e versioni successive.)
    /JPN <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>
    /KOR <FEFFc7740020c124c815c7440020c0acc6a9d558c5ec0020be44c988b2c8c2a40020bb38c11cb97c0020c548c815c801c73cb85c0020bcf4ace00020c778c1c4d558b2940020b3700020ac00c7a50020c801d569d55c002000410064006f0062006500200050004400460020bb38c11cb97c0020c791c131d569b2c8b2e4002e0020c774b807ac8c0020c791c131b41c00200050004400460020bb38c11cb2940020004100630072006f0062006100740020bc0f002000410064006f00620065002000520065006100640065007200200035002e00300020c774c0c1c5d0c11c0020c5f40020c2180020c788c2b5b2c8b2e4002e>
    /NLD (Gebruik deze instellingen om Adobe PDF-documenten te maken waarmee zakelijke documenten betrouwbaar kunnen worden weergegeven en afgedrukt. De gemaakte PDF-documenten kunnen worden geopend met Acrobat en Adobe Reader 5.0 en hoger.)
    /NOR <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>
    /PTB <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>
    /SUO <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>
    /SVE <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>
    /ENU (Use these settings to create PDFs that match the "Suggested"  settings for PDF Specification 4.0)
  >>
>> setdistillerparams
<<
  /HWResolution [600 600]
  /PageSize [612.000 792.000]
>> setpagedevice


